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General Information

This document describes how to install a disaster recovery solution in two data centers with an SAP 

system in each data center. 

This setup can only be used if a disaster recovery solution is desired, that is, the SAP system in the 

primary data center should not connect to the ASE database that is running in the standby data center 

after a failover has been initiated. 

Therefore, a seamless failover where the SAP application would automatically reconnect to the failover 

database is not possible and the following environment parameter cannot be set as described in SAP 

Note 1891560:

dbs_syb_ha= 1 

dbs_syb_server= <primary hostname>:<standby hostname> 

dbs_syb_port=<primary_port>:<standby_port>

https://launchpad.support.sap.com/#/notes/1891560
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General Information

Steps for a planned failover:

• Shut down the SAP system in the primary data center.

• Initiate a database failover using saphostctrl or the RMA agent.

• Start up the SAP system in the standby data center.

Steps for an unplanned failover (ASE crashed in the primary data center and cannot be 

restarted):

• Shut down the SAP system in the primary data center.

• Initiate an unplanned database failover using saphostctrl or RMA agent. 

• Start up the SAP system in the standby data center.
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General Installation Information

Follow the installation steps outlined in the general SAP Installation Guides for SAP ABAP. The 

installation guides are available on the SAP Service Marketplace. 

The HADR setup with SAP Replication Server and SAP ASE is performed using the SAP ASE 

installer and the setuphadr tool. The installation tool setuphadr will create all required logins 

and configure replication. 
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General Installation Information

Start the SAP installer on the respective host by selecting the correct action for each 

installation step:

• Standby system - ASCS Instance

• Standby system - Database Instance

• Standby system - Primary Application Server

The following steps need to be performed by using the SAP ASE Installer:

• Add Data Movement Option (SAP Replication Server) to the primary ASE host.

• Add Data Movement Option (SAP Replication Server ) to the standby ASE host.
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Installation Steps for an HADR Setup
Standby System – ASCS Instance

Prerequisites

• SAP system mount folder (/sapmnt/<SID>) of host 4 is mounted on host 3

• SAP ASCS instance and SAP Application Server are fully installed on host 1

• Primary ASE is fully installed as a distributed database instance on host 2 

Install a second SAP NetWeaver system on host 3 and host 4, as described in the Installation Guide:

ü Host 4

SAP Netweaver 7.x -> SAP ASE -> SAP Systems -> Application Server ABAP -> Distributed System -> ASCS Instance

• Select Custom mode for the installation

• <SID> must be the same as on the primary system

• UID for user <sid>adm and sapadm must be the same as on the primary system

• Group ID for sapsys must be the same as on the primary system
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Installation Steps for an HADR Setup
Standby System – Database Instance

Install a second SAP NW system on host 3 and host 4, as described in the Installation Guide:

ü Host 3

SAP Netweaver 7.x -> SAP ASE -> SAP Systems -> Application Server ABAP -> Distributed System -> Database

Instance

• Select Custom mode for the installation

• Select Profiles Available under /sapmnt/<SID>/profiles (must be mounted from host 4)

• <SID> must be the same as on the primary system

• Database devices must have the same size as on the primary database, otherwise materialization will fail

• UID for user <sid>adm and sapadm must be the same as on the primary system

• Group ID for sapsys must be the same as on the primary system

• Provide the virtual host name if using virtual names. The database ports can be the same 

as on the primary database
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Installation Steps for an HADR Setup
Standby System – Primary Application Server Instance

Install a second SAP NW system on host 3 and host 4, as described in the Installation Guide:

ü Host 4

SAP Netweaver 7.x -> SAP ASE -> SAP Systems -> Application Server ABAP -> Distributed System -> Primary

Application Server  Instance

• Select Custom mode for the installation

• Provide the virtual host name if using virtual names.

ü After the installation has finished, stop the SAP system on host 4. 

This SAP system should only be started after a database failover from the primary site to the standby site.

Check with user DR_admin using command sap_status path that the standby site has the status Primary:Active
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Installation Steps for an HADR Setup
Installing the DMO Option for SAP ASE on Primary and Standby Site

Install the Data Movement Option on the primary ASE host (Host 2), as described in the HADR User Guide:

• Prepare a response file using a sample provided in the HADR User Guide.

• Log on with user syb<sid>.

• Execute the SAP ASE installer using this response file as follows:

<ASE_Install_Media>/setup.bin–f <responsefile_name> -i silent

• Repeat this process on the standby ASE host (Host 3).
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Installation Steps for an HADR Setup
Unlock User sa on the Primary and Standby SAP ASE

Unlock user sa on the primary and standby SAP ASE:

• Log on to the primary SAP ASE database on host 2 using user sapsso

• Execute the following command to unlock user sa:

sp_locklogin sa, ñunlockò

• Repeat this process on the standby ASE host (Host 3).
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Installation Steps for an HADR Setup
Create a Windows Service to start RMA Agent on both DB hosts (Windows installation only)

Create the RMA Agent Service on the primary ASE host (Host 2), as described in the HADR User Guide:

• Prepare a batch script using a sample provided in the HADR Users Guide.

• Replace <SID> with your system SID.

• Adjust the password for the syb<sid> user in the batch script to reflect your syb<sid> password.

• Execute the script to create the service using administrator privileges.

• Delete the script for security reasons.

• Start the newly created windows service (Sybase DR Agent - <SID>) 

from “Services” MMC.

• Repeat this process on the standby ASE host (Host 3)
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Installation Steps for an HADR Setup
Configure SAP ASE for HADR on the primary site

Configure SAP ASE for HADR on the primary ASE host (Host 2), as described in the HADR Users Guide:

• Prepare a response file using a sample provided in the HADR Users Guide.

• Log on with user syb<sid>.

• Start the RMA Agent using the following command: (Linux Only)

$SYBASE/ASE-16_0/bin/rma &

• Execute the setuphadr command utility using this response file 

as follows:

$SYBASE/ASE-16_0/bin/setuphadr <responsefile_name>



© 2016 SAP SE or an SAP affiliate company. All rights reserved. 14Public

Installation Steps for an HADR Setup
Configure SAP ASE for HADR on the primary site

Configure SAP ASE for HADR on the primary ASE host (Host 3), as 

described in the HADR Users Guide:

• Make a copy of the response file used for configuration of the primary ASE.

• Log on with user syb<sid>.

• Modify the following parameters in the response file:

• setup_site = <name of standby site> (for the primary site this value should 

have the name of primary site)

• is_secondary_site_setup=true (for primary site this value is false)

• Execute the setuphadr command utility using this response file as follows:

$SYBASE/ASE-16_0/bin/setuphadr <responsefile_name>

• This step will also materialize the database if specified in the response 

file.



© 2016 SAP SE or an SAP affiliate company. All rights reserved. 15Public

Installation Steps for an HADR Setup
Create a Windows Service to start the Replication Server on both DB Hosts (Windows only)

Create the Replication Server Service on the primary ASE host (Host 2), as described in the HADR Users 

Guide:

• Prepare a batch script using a sample provided in the HADR Users Guide.

• Replace <SID> with your system SID.

• Adjust the password for the syb<sid> user in the batch script to reflect your syb<sid> password.

• Execute the script to create the service using administrator privileges.

• Delete the script for security reasons.

• Shut down the SRS and start the Windows service 

(SYBREP <SID> Replication Server) with the following command on RMA:

sap_set_replication_service <logical_host>, restart

• Repeat this process on the standby ASE host (Host 3).
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Installation Steps for an HADR Setup
Add DR_ADMIN User Entry in the SAP Secure Storage

DR_ADMIN entry should be added to the SAP Secure Storage on all 4 hosts using the <sid>adm user:

• Execute the following commands in the OS command shell :

rsecssfx put DB_CONNECT/SYB/DR_USER DR_admin -plain

rsecssfx put DB_CONNECT/SYB/DR_PASSWORD <password>
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Installation Steps for an HADR Setup
Lock User sa on Primary and Standby SAP ASE

Unlock user sa on the primary and the standby SAP ASE:

• Log on to the primary SAP ASE database on host 2 using the sapsso user.

• Execute the following command to unlock user sa:

sp_locklogin sa, ñlockò

• Repeat this process on the standby ASE host (Host 3).
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Installation Steps for an HADR Setup
Tune the HADR Environment

Parameter tuning should be done after the completion of the installation:

• Log on to RMA using the DR_admin user.

• Execute the following command to tune the replication server parameters :

sap_tune_rs <PrimarySiteName>, <RAM_Allocated_for_SRS>,<CPU Cores>

e.g. sap_tune_rs ROT1, 8, 2

• Execute the same command for the standby site:

sap_tune_rs <StandbySiteName>, <RAM_Allocated_for_SRS>,<CPU Cores>

e.g. sap_tune_rs WDF2, 8, 2
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