PERSONAL DATA PROCESSING AGREEMENT FOR SAP CLOUD SERVICES
SAP =% B NBEAL B X

1. BACKGROUND
ERER

1.1 Purpose and Application. This document ("DPA") is incorporated into the Agreement and forms
part of a written (including in electronic form) contract between SAP and Customer. This DPA
applies to Personal Data processed by SAP and its Subprocessors in connection with its provision
of the Cloud Service. This DPA does not apply to non-production environments of the Cloud Service
if such environments are made available by SAP, and Customer shall not store Personal Data in
such environments.
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1.2 Structure. Appendices 1 and 2 are incorporated into and form part of this DPA. They set out the
agreed subject-matter, the nature and purpose of the processing, the type of Personal Data,
categories of data subjects and the applicable technical and organizational measures.
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1.3 GDPR. SAP and Customer agree that it is each party’s responsibility to review and adopt
requirements imposed on Controllers and Processors by the General Data Protection Regulation
2016/679 ("GDPR"), in particular with regards to Articles 28 and 32 to 36 of the GDPR, if and to
the extent applicable to Personal Data of Customer/Controllers that is processed under the DPA.
For illustration purposes, Appendix 3 lists the relevant GDPR requirements and the corresponding
sections in this DPA.
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1.4 Governance. SAP acts as a Processor and Customer and those entities that it permits to use the
Cloud Service act as Controllers under the DPA. Customer acts as a single point of contact and is
solely responsible for obtaining any relevant authorizations, consents and permissions for the
processing of Personal Data in accordance with this DPA, including, where applicable approval by
Controllers to use SAP as a Processor. Where authorizations, consent, instructions or permissions
are provided by Customer these are provided not only on behalf of the Customer but also on
behalf of any other Controller using the Cloud Service. Where SAP informs or gives notice to
Customer, such information or notice is deemed received by those Controllers permitted by
Customer to use the Cloud Service and it is Customer’s responsibility to forward such information
and notices to the relevant Controllers.
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2. SECURITY OF PROCESSING
ubBE 224

2.1 Appropriate Technical and Organizational Measures. SAP has implemented and will apply
the technical and organizational measures set forth in Appendix 2. Customer has reviewed such
measures and agrees that as to the Cloud Service selected by Customer in the Order Form the
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measures are appropriate taking into account the state of the art, the costs of implementation,
nature, scope, context and purposes of the processing of Personal Data.
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2.2 Changes. SAP applies the technical and organizational measures set forth in Appendix 2 to SAP’s
entire customer base hosted out of the same Data Center and receiving the same Cloud Service.
SAP may change the measures set out in Appendix 2 at any time without notice so long as it
maintains a comparable or better level of security. Individual measures may be replaced by new
measures that serve the same purpose without diminishing the security level protecting Personal
Data.

AR, SAP X TE Al —Hdl AR BRSO R = IR S5 A SAP & P BER 3% 2 FPopl e AR S il I 2 25
Jitio SAP FIBERTAREE S 2 hHE S, BARESATEA, HETRR 4R MR S TSR . ST
Jiti ] BB AH R R R RS i AR, BB BRI N BRI 0 22 25

3. SAP OBLIGATIONS
SAP 1%

3.1 Instructions from Customer. SAP will process Personal Data only in accordance with

documented instructions from Customer. The Agreement (including this DPA) constitutes such
documented initial instructions and each use of the Cloud Service then constitutes further
instructions. SAP will use reasonable efforts to follow any other Customer instructions, as long as
they are required by Data Protection Law, technically feasible and do not require changes to the
Cloud Service. If any of the before-mentioned exceptions apply, or SAP otherwise cannot comply
with an instruction or is of the opinion that an instruction infringes Data Protection Law, SAP will
immediately notify Customer (email permitted).
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3.2 Processing on Legal Requirement. SAP may also process Personal Data where required to do
so by applicable law. In such a case, SAP shall inform Customer of that legal requirement before
processing unless that law prohibits such information on important grounds of public interest.
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3.3 Personnel. To process Personal Data, SAP and its Subprocessors shall only grant access to
authorized personnel who have committed themselves to confidentiality. SAP and its
Subprocessors will regularly train personnel having access to Personal Data in applicable data
security and data privacy measures.
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3.4 Cooperation. At Customer’s request, SAP will reasonably cooperate with Customer and
Controllers in dealing with requests from Data Subjects or regulatory authorities regarding SAP’s
processing of Personal Data or any Personal Data Breach. SAP shall notify the Customer as soon
as reasonably practical about any request it has received from a Data Subject in relation to the
Personal Data processing, without itself responding to such request without Customer’s further
instructions, if applicable. SAP shall provide functionality that supports Customer's ability to
correct or remove Personal Data from the Cloud Service, or restrict its processing in line with Data
Protection Law. Where such functionality is not provided, SAP will correct or remove any Personal
Data, or restrict its processing, in accordance with the Customer’s instruction and Data Protection
Law.
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3.5 Personal Data Breach Notification. SAP will notify Customer without undue delay after
becoming aware of any Personal Data Breach and provide reasonable information in its possession
to assist Customer to meet Customer’s obligations to report a Personal Data Breach as required
under Data Protection Law. SAP may provide such information in phases as it becomes available.
Such notification shall not be interpreted or construed as an admission of fault or liability by SAP.
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3.6 Data Protection Impact Assessment. If, pursuant to Data Protection Law, Customer (or its
Controllers) are required to perform a data protection impact assessment or prior consultation
with a regulator, at Customer’s request, SAP will provide such documents as are generally
available for the Cloud Service (for example, this DPA, the Agreement, audit reports or
certifications). Any additional assistance shall be mutually agreed between the Parties.
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4. DATA EXPORT AND DELETION
il T H R MR

4.1 Export and Retrieval by Customer. During the Subscription Term and subject to the
Agreement, Customer can access its Personal Data at any time. Customer may export and retrieve
its Personal Data in a standard format. Export and retrieval may be subject to technical limitations,
in which case SAP and Customer will find a reasonable method to allow Customer access to
Personal Data.
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4.2 Deletion. Before the Subscription Term expires, Customer may use SAP’s self-service export
tools (as available) to perform a final export of Personal Data from the Cloud Service (which shall
constitute a "return" of Personal Data). At the end of the Subscription Term, Customer hereby
instructs SAP to delete the Personal Data remaining on servers hosting the Cloud Service within
a reasonable time period in line with Data Protection Law (not to exceed six months) unless
applicable law requires retention.
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5. CERTIFICATIONS AND AUDITS
IER i

5.1 Customer Audit. Customer or its independent third party auditor reasonably acceptable to SAP
(which shall not include any third party auditors who are either a competitor of SAP or not suitably
qualified or independent) may audit SAP’s control environment and security practices relevant to
Personal Data processed by SAP only if:
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(a) SAP has not provided sufficient evidence of its compliance with the technical and
organizational measures that protect the production systems of the Cloud Service through
providing either: (i) a certification as to compliance with ISO 27001 or other standards
(scope as defined in the certificate); or (ii) a valid ISAE3402 and/or ISAE3000 or other
SOC1-3 attestation report. Upon Customer’s request audit reports or ISO certifications are
available through the third party auditor or SAP;
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(b) A Personal Data Breach has occurred;
A NBEE BT

(c) An audit is formally requested by Customer’s data protection authority; or
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(d) Mandatory Data Protection Law provides Customer with a direct audit right and provided
that Customer shall only audit once in any twelve month period unless mandatory Data
Protection Law requires more frequent audits.
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5.2 Other Controller Audit. Any other Controller may audit SAP’s control environment and security

practices relevant to Personal Data processed by SAP in line with Section 5.1 only if any of the
cases set out in Section 5.1 applies to such other Controller. Such audit must be undertaken
through and by Customer as set out in Section 5.1 unless the audit must be undertaken by the
other Controller itself under Data Protection Law. If several Controllers whose Personal Data is
processed by SAP on the basis of the Agreement require an audit, Customer shall use all
reasonable means to combine the audits and to avoid multiple audits.
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5.3 Scope of Audit. Customer shall provide at least sixty days advance notice of any audit unless

mandatory Data Protection Law or a competent data protection authority requires shorter notice.
The frequency and scope of any audits shall be mutually agreed between the parties acting
reasonably and in good faith. Customer audits shall be limited in time to a maximum of three
business days. Beyond such restrictions, the parties will use current certifications or other audit
reports to avoid or minimize repetitive audits. Customer shall provide the results of any audit to
SAP.
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5.4 Cost of Audits. Customer shall bear the costs of any audit unless such audit reveals a material
breach by SAP of this DPA, then SAP shall bear its own expenses of an audit. If an audit determines
that SAP has breached its obligations under the DPA, SAP will promptly remedy the breach at its
own cost.

WA &7 RUREMA SR, BRAEZEE TR SAP LR ME R 4% DPA, XFMEH T, SAP M EHATHK
AR W TR SAP &R HTEA DPA T4, SAP B H4H 9 I 37 REXTE AT AT 4R
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6. SUBPROCESSORS
S abE Iy
6.1 Permitted Use. SAP is granted a general authorization to subcontract the processing of Personal
Data to Subprocessors, provided that:
WAIER . SAP AN AR A3 TAE /3645 4 AL BT I — MBI, (HATHR 2
(a) SAP or SAP SE on its behalf shall engage Subprocessors under a written (including in
electronic form) contract consistent with the terms of this DPA in relation to the
Subprocessor’s processing of Personal Data. SAP shall be liable for any breaches by the
Subprocessor in accordance with the terms of this Agreement;
SAP Hif% SAP [ SAP SE st/ b8 5 xS N Ak 2, Jiid 54 DPA &k —EBin&FE (s
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(b) SAP will evaluate the security, privacy and confidentiality practices of a Subprocessor prior
to selection to establish that it is capable of providing the level of protection of Personal
Data required by this DPA; and
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(c) SAP’s list of Subprocessors in place on the effective date of the Agreement is published by
SAP or SAP will make it available to Customer upon request, including the name, address
and role of each Subprocessor SAP uses to provide the Cloud Service.
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6.2 New Subprocessors. SAP’s use of Subprocessors is at its discretion, provided that:
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(a) SAP will inform Customer in advance (by email or by posting on the support portal available
through SAP Support) of any intended additions or replacements to the list of Subprocessors
including name, address and role of the new Subprocessor; and
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(b) Customer may object to such changes as set out in Section 6.3.
FERYE S 6.3 WHIE, WA H R
6.3 Objections to New Subprocessors.
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(a) If Customer has a legitimate reason under Data Protection Law to object to the new
Subprocessors’ processing of Personal Data, Customer may terminate the Agreement
(limited to the Cloud Service for which the new Subprocessor is intended to be used) on
written notice to SAP. Such termination shall take effect at the time determined by the
Customer which shall be no later than thirty days from the date of SAP’s notice to Customer
informing Customer of the new Subprocessor. If Customer does not terminate within this
thirty day period, Customer is deemed to have accepted the new Subprocessor.
W AR TR 5 A B SO T o0 A B 7 A AN N, % 7 mldad [a] SAP P T 2%
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(b) Within the thirty day period from the date of SAP’s notice to Customer informing Customer
of the new Subprocessor, Customer may request that the parties come together in good
faith to discuss a resolution to the objection. Such discussions shall not extend the period
for termination and do not affect SAP’s right to use the new Subprocessor(s) after the thirty
day period.
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6.4

7.1

7.2
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(c) Any termination under this Section 6.3 shall be deemed to be without fault by either party
and shall be subject to the terms of the Agreement.
AT G 6.3 7)) FHARMZ LSRR — 7 e a, I H R AR b K
Emergency Replacement. SAP may replace a Subprocessor without advance notice where the
reason for the change is outside of SAP’s reasonable control and prompt replacement is required
for security or other urgent reasons. In this case, SAP will inform Customer of the replacement
Subprocessor as soon as possible following its appointment. Section 6.3 applies accordingly.
BRFE#, AT RS SAP SR EsHVE R, [H 24 5 PR B i 5 25 8 75 22 R i BE 4, SAP FITEAN R AT
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INTERNATIONAL PROCESSING
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Conditions for International Processing. SAP shall be entitled to process Personal Data,

including by using Subprocessors, in accordance with this DPA outside the country in which the

Customer is located as permitted under Data Protection Law.
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Standard Contractual Clauses. Where (i) Personal Data of an EEA or Swiss based Controller is

processed in a country outside the EEA, Switzerland and any country, organization or territory

acknowledged by the European Union as safe country with an adequate level of data protection

under Art. 45 GDPR, or where (ii) Personal Data of another Controller is processed internationally

and such international processing requires an adequacy means under the laws of the country of

the Controller and the required adequacy means can be met by entering into Standard Contractual

Clauses, then:
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(a) SAP and Customer enter into the Standard Contractual Clauses;
SAP 5 AT bt & [F 250K s

(b) Customer enters into the Standard Contractual Clauses with each relevant Subprocessor as
follows, either (i) Customer joins the Standard Contractual Clauses entered into by SAP or
SAP SE and the Subprocessor as an independent owner of rights and obligations ("Accession
Model") or, (ii) the Subprocessor (represented by SAP) enters into the Standard Contractual
Clauses with Customer ("Power of Attorney Model"). The Power of Attorney Model shall
apply if and when SAP has expressly confirmed that a Subprocessor is eligible for it through
the Subprocessor list provided under Section 6.1(c), or a notice to Customer; and/or
P SR AEER T H A0 R Herp — MR R ME S R 2K (i) &M SAP B SAP SE 51 AR
LSS AUSE A N3 Jh B 7 2 (BT AR HEA Rl 23 CBURfRIRR “IuAB” O, 3 (i) /absy
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(c) Other Controllers whose use of the Cloud Services has been authorized by Customer under
the Agreement may also enter into Standard Contractual Clauses with SAP and/or the
relevant Subprocessors in the same manner as Customer in accordance with Sections 7.2
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7.3

7.4

8.

(a) and (b) above. In such case, Customer will enter into the Standard Contractual Clauses
on behalf of the other Controllers.
& TR B SRR B F 2 R 45 1 Feth s ) D7t mT DUAR A B3 28 7.2(a)Fi(b) TiftE, RAS &
7750 SAP Fl/EUHH I AL R T ST AR HE G R 2. BRSRIBILT % AR A s 1) T 28T ARt &
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Relation of the Standard Contractual Clauses to the Agreement. Nothing in the Agreement
shall be construed to prevail over any conflicting clause of the Standard Contractual Clauses. For
the avoidance of doubt, where this DPA further specifies audit and subprocessor rules in sections
5 and 6, such specifications also apply in relation to the Standard Contractual Clauses.
WA RIZRSHIUIRER. FIEMNRZRE, PP AR KSR By & T A K. ik
BESL, A DPATESS 5 HTAIEE 6 Frhidt—DHE 7 #H tH 4 A B MR, e e 70V B bR [F) 2% k) [RIRR S
Ho
Governing Law of the Standard Contractual Clauses. The Standard Contractual Clauses shall
be governed by the law of the country in which the relevant Controller is incorporated.
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DOCUMENTATION; RECORDS OF PROCESSING
SCRY; bEHE R

Each party is responsible for its compliance with its documentation requirements, in particular
maintaining records of processing where required under Data Protection Law. Each party shall
reasonably assist the other party in its documentation requirements, including providing the
information the other party needs from it in a manner reasonably requested by the other party (such
as using an electronic system), in order to enable the other party to comply with any obligations
relating to maintaining records of processing.

B 07 OIS SO EOR, JUH R AERE R EORES, 4P IO SR . S 0T NE IR B 5 — 7 S SO EER, R
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PRILEREPE R
9. EU ACCESS
EU V5|
9.1 Optional Service. EU Access is an optional service that may be offered by SAP. If agreed in the

9.2

9.3

Order Form for the eligible Cloud Service expressly identified there as being subject to EU Access,
SAP shall provide the Cloud Service solely for production instances in accordance with this Section
9. Where EU Access is not agreed in the Order Form, this Section 9 shall not apply.

WEMRS. EU Vil & T 70 B SAP $REEMATIEARSS . #1458 & A = IR 45 WA R 8 Jvi& Al EU 5 1R], SAP
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EU Access. SAP will use only European Subprocessors to provide support requiring access to
Personal Data in the Cloud Service and SAP shall not export Personal Data outside of the EEA or
Switzerland unless expressly authorized by Customer in writing (e-mail permitted) on a case by
case basis; or as excluded under Section 9.4.
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Data Center Location. Upon the effective date of the Agreement, the Data Centers used to host
Personal Data in the Cloud Service are located in the EEA or Switzerland. SAP will not migrate the
Customer instance to a Data Center outside the EEA or Switzerland without Customer’s prior
written consent (email permitted). If SAP plans to migrate the Customer instance to a Data Center
within the EEA or to Switzerland, SAP will notify Customer in writing (email permitted) no later
than thirty days before the planned migration.
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9.4

10.
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Exclusions. The following Personal Data is not subject to 9.2 and 9.3:

BISMERE . LA AEEEAREA 156 9.2 WIS 9.3 5:

(a) Contact details of the sender of a support ticket; and
SRR BRI TT TR R B B BLK

(b) Any other Personal Data submitted by Customer when filing a support ticket. Customer may
choose not to transmit Personal Data when filing a support ticket. If this data is necessary
for the incident management process, Customer may choose to anonymize that Personal
Data before any transmission of the incident message to SAP.
& FEE SCREH B R AE ATAT A NBIE . EIRE CRE RN, &P LR A A AR
W EE N F A E B AR AT R AR, W& AT DOE BT A BT R SAP 2T, WA ASL
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DEFINITIONS
& X

Capitalized terms not defined herein will have the meanings given to them in the Agreement.
AP AR TE SURIARLE,  NdE H B FR 15 3

10.1

10.2

10.3

10.4

10.5

“Controller” means the natural or legal person, public authority, agency or other body which,
alone or jointly with others, determines the purposes and means of the processing of Personal
Data; for the purposes of this DPA, where Customer acts as processor for another controller, it
shall in relation to SAP be deemed as additional and independent Controller with the respective
controller rights and obligations under this DPA.
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“Data Center” means the location where the production instance of the Cloud Service is hosted
for the Customer in its region, as published at: http://www.sap.com/corporate-en/about/our-
company/policies/data-privacy-and-security/location-of-data-center.html or notified to Customer
or otherwise agreed in an Order Form.

“BEDPL” REAMMBPOREXBANE IR E s MSETLHMNAMLE, REVERMT:
http://www.sap.com/corporate-en/about/our-company/policies/data-privacy-and-
security/location-of-data-center.html 8% £\ 75 515 2 s AE T WA B b AT 2958 .

“Data Protection Law” means the applicable legislation protecting the fundamental rights and
freedoms of persons and their right to privacy with regard to the processing of Personal Data
under the Agreement (and includes, as far as it concerns the relationship between the parties
regarding the processing of Personal Data by SAP on behalf of Customer, the GDPR as a minimum
standard, irrespective of whether the Personal Data is subject to GDPR or not).

CHBERRIE” IR EERI N NFEARCR] . B B AR 5 R 36 A BN AN KO A G 1 B RABL 138 VR (Gt
WTZBIRIR RS, # SAP RREZ FALEA NEHE, T AR T8 GDPR, HGHEE AR
GDPR) .

“Data Subject” means an identified or identifiable natural person as defined by Data Protection
Law.

“BIBEHFEN” REREEIRRYENE, SIRBE RN ERA.

“EEA"” means the European Economic Area, namely the European Union Member States along
with Iceland, Liechtenstein and Norway.
“EEA” RFaWINATIX, BIRKEE R R B ROk 5520 s A e
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10.6 “European Subprocessor” means a Subprocessor that is physically processing Personal Data in
the EEA or Switzerland.

“BRINGFAEF G ZFRAE EEA B L5 A LA By U B N HRE 1) 4 b B T .

10.7 “Personal Data” means any information relating to a Data Subject which is protected under
Data Protection Law. For the purposes of the DPA, it includes only personal data which is (i)
entered by Customer or its Authorized Users into or derived from their use of the Cloud Service,
or (ii) supplied to or accessed by SAP or its Subprocessors in order to provide support under the
Agreement. Personal Data is a sub-set of Customer Data (as defined under the Agreement).
CANEIR” RAISZHIRRIERT . SR M FEANERMMEAEE. A DPA s, (AR IS AEE:
(i) B BOLEBHE P M = RS SRR RABG=E WA NEIE, B0 (10) A sCh BTk AR G SR k4
SAP BUH A Ab 3T B SAP B A AR B 77 U5 Al AN N B o AN N B 2 P B R A R 23 IR LB B (R 0
JE)

10.8 “Personal Data Breach” means a confirmed (1) accidental or unlawful destruction, loss,
alteration, unauthorized disclosure of or unauthorized third-party access to Personal Data or (2)
similar incident involving Personal Data, in each case for which a Controller is required under Data
Protection Law to provide notice to competent data protection authorities or Data Subjects.

A NBIEER” RIEIAN (1) BAMBEREBIN, Bk Bl RERPUEKR UL =7 REFAT WA A3
5, 8L (2) RN ANBIERSAAES . FEA EREMIEILT, 6107 7 EMR A R E KR, 1m R E B IR
IR B TR YN S e P

10.9 “Processor” means a natural or legal person, public authority, agency or other body which
processes personal data on behalf of the controller, be it directly as processor of a controller or
indirectly as subprocessor of a processor which processes personal data on behalf of the controller.
CRBF” RABAERIHT LB NI E RN A AU AREEUE BRI, WO 1
BB A E Ty, AT DR AR 7 b ERAN N EHRE 1 A EE 5 1 (812 4 b ER T

10.10 "“Standard Contractual Clauses” or sometimes also referred to the “EU Model Clauses”
means the (Standard Contractual Clauses (processors)) or any subsequent version thereof
published by the European Commission (which will automatically apply).

“PrEETRIZIK” CHRTIRN BRI ) RfahrdE & R By BURK 2R 01 2 R AT AT T )5
SEEA (BEBNERD S

10.11 “Subprocessor” means SAP Affiliates, SAP SE, SAP SE Affiliates and third parties engaged by
SAP , SAP SE or SAP SE's Affiliates in connection with the Cloud Service and which process
Personal Data in accordance with this DPA.

“orRbEETT” JEFE SAP KB, SAP SE. SAP SE SCEMELL K SAP. SAP SE. SAP SE SCELAMIEA
SR < HARYEA DPA A3 AR 158 =7
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Appendix 1 to the DPA and, if applicable, the Standard Contractual Clauses
DPA FitrEa R (WEH) ZHx1

Data Exporter

HiEFHT

The Data Exporter is the Customer who subscribed to a Cloud Service that allows Authorized Users to
enter, amend, use, delete or otherwise process Personal Data. Where the Customer allows other
Controllers to also use the Cloud Service, these other Controllers are also Data Exporters.

RS H T RS IEFS, RURAA A BT A SR AR 7 N HA NBHE . BRI E R
oAb dz bl g = RS, e phds bl 5 23R S .

Data Importer

HBE/IANT

SAP and its Subprocessors provide the Cloud Service that includes the following support:
SAP JH A b B 7 S B T SRR = IR S

SAP SE Affiliates support the Cloud Service data centers remotely from SAP facilities in St. Leon/Rot
(Germany), India and other locations where SAP employs personnel in the Operations/Cloud Delivery
function. Support includes:
SAP SE SKHAR NVl A7 T BU T HJ7 () SAP FpFAb N = AR 55 Bdl b D AR (i P S AR I3 B - DR . BIVEE 2t SAP
B ZREZEATER] R TAE WAy . SRR EEE:
e Monitoring the Cloud Service
JaEcP e S
e Backup & restoration of Customer Data stored in the Cloud Service
AR R S ARAAAE = IR 55 1 2 8
e Release and development of fixes and upgrades to the Cloud Service
RATFFE R = RS54 T K T2
e Monitoring, troubleshooting and administering the underlying Cloud Service infrastructure and
database
gz, B R 2 RS SRR AN HE e I R b
e Security monitoring, network-based intrusion detection support, penetration testing
e e ST 28 NAR FHPATIZE DR
SAP SE Affiliates provide support when a Customer submits a support ticket because the Cloud Service
is not available or not working as expected for some or all Authorized Users. SAP answers phones and
performs basic troubleshooting, and handles support tickets in a tracking system that is separate from
the production instance of the Cloud Service.
MBI B RS AT B R A T AL e BTG BB A TP 28 ST HETH B, SAP SE SRERAY R FR LT RF o
SAP fE— AT = RSP LI HBE R R G, HeUTHAh . BT AR B HEER A AL B SR R

Data Subjects

eI

Unless provided otherwise by the Data Exporter, transferred Personal Data relates to the following
categories of Data Subjects: employees, contractors, business partners or other individuals having
Personal Data stored in the Cloud Service.

BRAESdE S O ST ERE, BN, AEHIA ANBEES R LT B A R T4 WS BUE A N EE A
1R RE I EARA N
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Data Categories

B

The transferred Personal Data transferred concerns the following categories of data:
FEETIIAS N B 2 UL S 250«

Customer determines the categories of data per Cloud Service subscribed. Customer can configure the
data fields during implementation of the Cloud Service or as otherwise provided by the Cloud Service. The
transferred Personal Data typically relates to the following categories of data: name, phone numbers, e-
mail address, time zone, address data, system access / usage / authorization data, company name,
contract data, invoice data, plus any application-specific data that Authorized Users enter into the Cloud
Service and may include bank account data, credit or debit card data.

% P E RN R I = RS BR800 2 T LLTE 25 IR 5% St 0 T T B8 2080 = B DA o= IR 95 vh S Bk 1 FLAth Ty Cidk AT
BB . AR NEE @ K DL BRI . BAIES . IRk, B IX . M EOE . RSeviin A/
POREE . AR 2. SREEE. K EHEE AR N = R85 AT S A 7 58 2dls, I BT R B4 AR AT IR
FUEAR . E R EUEIE R .

Special Data Categories (if appropriate)

RHREER EMR)D

The transferred Personal Data concerns the following special categories of data: As set out in the
Agreement (including the Order Form) if any.

FERTA NBEW S UL R R SR 2. W (BRI (nf) .

Processing Operations / Purposes
A EAE/ B
The transferred Personal Data is subject to the following basic processing activities:
FERT A NIRRT 5 21 AR A H5 3
e use of Personal Data to set up, operate, monitor and provide the Cloud Service (including Operational
and Technical Support)
RN ANBIR R E . BE. REBARESIRS (BiEIEESTRFAE AR R
e provision of Consulting Services;
RO R RS
e communication to Authorized Users
k20 Pabiapiil
e storage of Personal Data in dedicated Data Centers (multi-tenant architecture)
TEfR e HAR O (RPN A N
e upload any fixes or upgrades to the Cloud Service
AR MRS AT RN T B2
e back up of Personal Data
HA N EE
e computer processing of Personal Data, including data transmission, data retrieval, data access
AN NEARRTE BN, ORESIR R Bk R BT
e network access to allow Personal Data transfer
WZg i, PASZREA NEE AL 46
e execution of instructions of Customer in accordance with the Agreement.
R LPATE TR L
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Appendix 2 to the DPA and, if applicable, the Standard Contractual Clauses - Technical and
Organizational Measures

DPA Fitr A& (WEA) 2R 2 — RARBHMNHREE

This Appendix 2 comprises two sets of technical and organizational measures (*TOMs"):

KR 2 BEWABARE AL AL

¢ TOMs Set 1 (last updated April 2018, without change): applies to all Cloud Services,
except for the TOMs Set 2 Services defined below.
F-ATARBHEMAREE (&5 —XEH T 2018 F 4 H, KELH): EHTHAERNERS, LUFE L
T A AN L S Bt R 45 R AL

e TOMs Set 2: applies to the TOMs Set 2 Services only. As of May 4, 2020, “"TOMs Set 2
Services” means the following Cloud Services: SAP Analytics Cloud, SAP SuccessFactors and
SAP Cloud Platform. SAP may remove a Cloud Service from the list of TOMs Set 2 Services
from time to time, in which case such Cloud Service will be subject to TOMs Set 1.
FAEAREBRNALRRERE: (CEH T8 HE AR MAL SRS . 3% 202045 A4 H, “F-4H
FARHE R 2 S IR 5 S 48 LT =R %%: SAP Analytics Cloud, SAP SuccessFactors #i1 SAP Cloud
Platform. SAP RIANS MEE = ZH 435 A HE Jti FH 2 2348 it 48 5 MR 25 51 R MBR BT = ik 55 - AERLIHOL T, Bk
FHG S HHE AR H LR 2 A

TOMs SET 1
B ABARIEENALE

Last Updated: April 2018
BIE—REHT 20184 4 A

1. TECHNICAL AND ORGANIZATIONAL MEASURES

HARBHEMAREIE
The following sections define SAP’s current technical and organizational measures. SAP may change
these at any time without notice so long as it maintains a comparable or better level of security.
Individual measures may be replaced by new measures that serve the same purpose without
diminishing the security level protecting Personal Data.
LA E T SAP BRICRH ME AR R AL . SAP AT RER B8 X et i, HISRE HAT RZIEM, (HATiegE
FRAH MR M 255 R SO IE ] B A A R RS S, AR NIRRT 12 2%

1.1 Physical Access Control. Unauthorized persons are prevented from gaining physical access to
premises, buildings or rooms where data processing systems that process and/or use Personal
Data are located.
VI EER] . RPN RS B HE AL/ S A NBERE 8 B R G TR AR, @R EL
IR
Measures:
EE=)h
e SAP protects its assets and facilities using the appropriate means based on the SAP Security Policy
SAP JET SAP 224U R A L1 15 Jt (R4 35 557 A i
e In general, buildings are secured through access control systems (e.g., smart card access system).
WE, RHENERG (R RIZERGD REETR 24,
e As a minimum requirement, the outermost entrance points of the building must be fitted with a
certified key system including modern, active key management.
TENRARESR, @EHRINZN OB ER ARG, SR shAHHE .
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Depending on the security classification, buildings, individual areas and surrounding premises may
be further protected by additional measures. These include specific access profiles, video
surveillance, intruder alarm systems and biometric access control systems.

TRAE 245G, R R A FO A it — B ORGP @ 5T A DIOR A B3 BT (9 22 4 o 3 0 498 it 0, 7 5 7 ) G 7 S
. SRS . NEIRERG U RAEWIRATZE RS

Access rights are granted to authorized persons on an individual basis according to the System and
Data Access Control measures (see Section 1.2 and 1.3 below). This also applies to visitor access.
Guests and visitors to SAP buildings must register their names at reception and must be
accompanied by authorized SAP personnel.

U7 )AL PR A8 2R GEAN B Uy Iml il 4R T 3R RA AN (SR8 1.2 581 1.3 9 . ZfEE R G
TV Vi, #EN SAP BT Rk AU % U AEHA AL B id 4, T H 2 SAP B0 TR [E .

SAP employees and external personnel must wear their ID cards at all SAP locations.

SAP 5 THIANE 5 TAEFTA SAP 3 #f s FUiAr 5 i B4R

Additional measures for Data Centers:

A0 B ah oo B Al s -

All Data Centers adhere to strict security procedures enforced by guards, surveillance cameras,
motion detectors, access control mechanisms and other measures to prevent equipment and Data
Center facilities from being compromised. Only authorized representatives have access to systems
and infrastructure within the Data Center facilities. To protect proper functionality, physical security
equipment (e.g., motion sensors, cameras, etc.) undergo maintenance on a regular basis.

FITA B0d L S S TR ) e AR, B E . MGk BRI, BT IAANLE R B b
Jiti, - AT DR AP ¥ 2 B HRE o O W B0 52 22 A U o AR AR AT AL 1) Bl v O B 1) R G AN A28 4 . R
PR R O IER AT, SN eR & (NRaMERE . ERE) Hr4Ed .

SAP and all third-party Data Center providers log the names and times of authorized personnel
entering SAP’s private areas within the Data Centers.

SAP FIFTE 2 = J7 B toL 3R AL R # 2d Stk N B oG SAP % 8 IX SR BN 573 14 1k 42 R[]

1.2 System Access Control. Data processing systems used to provide the Cloud Service must be
prevented from being used without authorization.
ARGV EH] . WA LR GRS A 2 IR S5 B A B R 5

Measures:

1 it «

Multiple authorization levels are used when granting access to sensitive systems, including those
storing and processing Personal Data. Authorizations are managed via defined processes according
to the SAP Security Policy

& 2 MR PO T 07 M BUR R BRI, EIEZAAEAN NEIE %K RS, URIRYE SAP ABURE E
SRR I DA B

All personnel access SAP’s systems with a unique identifier (user ID).

BB N G FME— bRl (P ARIRD Vi) SAP &R S,

SAP has procedures in place to so that requested authorization changes are implemented only in
accordance with the SAP Security Policy (for example, no rights are granted without authorization).
In case personnel leaves the company, their access rights are revoked.

SAP BEAHNARFY, #ifr RAKHE SAP Z2BUR (I, KREFBAR T AERBER) PATIERMBIRAZE . AR
BT ~a], oy A R B

SAP has established a password policy that prohibits the sharing of passwords, governs responses
to password disclosure, and requires passwords to be changed on a regular basis and default
passwords to be altered. Personalized user IDs are assigned for authentication. All passwords must
fulfill defined minimum requirements and are stored in encrypted form. In the case of domain
passwords, the system forces a password change every six months in compliance with the
requirements for complex passwords. Each computer has a password-protected screensaver.
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SAP Tl 25 LIt HID M H M ECR, F &5 SR 5 M RARAE, DU R 8 A SO0 R B8 BRI &0
SYBCAMEAC T PR IREEAT S IR AIE . BT B R A0 Z0H 2 B AT B BRI U T A . Bilan, XTI D,
RESEEREMESR, BHES (6) MAER—XREW. 86T EHEE — AR B IR.

The company network is protected from the public network by firewalls.

AT S iR R PSS CE 2T T

SAP uses up-to-date antivirus software at access points to the company network (for e-mail
accounts), as well as on all file servers and all workstations.

SAP TERA A MEE I N 5 CEFX BT IBAEIK D FBTE SO SS 38 S AT A Sl o A 8 9 R B A1
Security patch management is implemented to provide regular and periodic deployment of relevant
security updates. Full remote access to SAP’s corporate network and critical infrastructure is
protected by strong authentication.

W AN T E W, EHAMEA I AT . I A 1 B SRR RS SAP 2\ ] IO 25 TG i BL Al 2R AL 45 TS 72
Ty 6] 1) %4

1.3 Data Access Control. Persons entitled to use data processing systems gain access only to the

Personal Data that they have a right to access, and Personal Data must not be read, copied,
modified or removed without authorization in the course of processing, use and storage.
BEvr R dEm . AR R BRI RGN R R AV A BT AN ANBEE, BRERBUASIEAE. {f A
FERE IR S, e B A N E 8

Measures:

it

As part of the SAP Security Policy, Personal Data requires at least the same protection level as
“confidential” information according to the SAP Information Classification standard.

fEN SAP Z&BURM—&5, MABEE D TERLD] SAP FE R 5 “A%” 5B FZERRY H.
Access to Personal Data is granted on a need-to-know basis. Personnel have access to the
information that they require in order to fulfill their duty. SAP uses authorization concepts that
document grant processes and assigned roles per account (user ID). All Customer Data is protected
in accordance with the SAP Security Policy.

A T TT RN JE 4 U7 i A N R AR o 5 DA ALYG ) JEAT IR T T R 5 B . SAP SRAIBURMES:, Ui
BTRENEK A e PR o KR SAP e BURRREATA & P SR 2 4.

All production servers are operated in the Data Centers or in secure server rooms. Security
measures that protect applications processing Personal Data are regularly checked. To this end,
SAP conducts internal and external security checks and penetration tests on its IT systems.

EHAE P OB Z RS WIS PIRERT A IR 2. CHRE 2R, Ry AEN NEEEKRHEF . ik,
SAP X H IT RGAT P BRI AN 22 44 2 FEE M

SAP does not allow the installation of software that has not been approved by SAP.

SAP A fuir i R4 SAP LA AT

An SAP security standard governs how data and data carriers are deleted or destroyed once they
are no longer required.

SAP 22 BRI TE AR IIH B B4 S5 A P 5 2 P s AR A e A

1.4 Data Transmission Control. Except as necessary for the provision of the Cloud Services in

accordance with the Agreement, Personal Data must not be read, copied, modified or removed
without authorization during transfer. Where data carriers are physically transported, adequate
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measures are implemented at SAP to provide the agreed-upon service levels (for example,
encryption and lead-lined containers).

BRI . BRIRTED BUR Bt 2RSS BT DAL, RREARRIRIEREAULE. EHl. Eosim bR~ A%
o VIS AR R, 7R SAP WERSCHEIE M (BN, DA FIE AR DLRHLZ E RS 0N .

Measures:

i :

e Personal Data in transfer over SAP internal networks is protected according to SAP Security Policy.
fKHE SAP 22 ABUR R SAP P 5 I 2548 4 I A~ N0

e When data is transferred between SAP and its customers, the protection measures for the
transferred Personal Data are mutually agreed upon and made part of the relevant agreement.
This applies to both physical and network based data transfer. In any case, the Customer assumes
responsibility for any data transfer once it is outside of SAP-controlled systems (e.g. data being
transmitted outside the firewall of the SAP Data Center).
1E SAP 5HZ P 2 MAEHERT, X7 7 S % B S A N BR I ORI HE i 38 < N . IX— IR RE IS
TV BRI SRR AL . AEARTIELL R, B Bx N SAP 36| KRG AMER P EIE (i SAP
PO BB KBS AMERR RO B ) 5T

1.5 Data Input Control. It will be possible to retrospectively examine and establish whether and by

whom Personal Data have been entered, modified or removed from SAP data processing systems.
BB S, HATEPMES ERE LS O SAP HUEAE RGN BB N EE, SRR
BB BAT IR AR N B2

Measures:

i

e SAP only allows authorized personnel to access Personal Data as required in the course of their
duty.

SAP R VRN DR 75 ZEAE JE AT IR B3 A 2 v oy Rl A AN 55080

e SAP has implemented a logging system for input, modification and deletion, or blocking of Personal
Data by SAP or its subprocessors within the Cloud Service to the extent technically possible.
EFARTATIEE N, SAP Cgh SAP BRH AL HE T7 40 = IS5 AN NEAR 4N . 120 MIBRER 45 St il Rk R % .

1.6 Job Control. Personal Data being processed on commission (i.e., Personal Data processed on a

customer’s behalf) is processed solely in accordance with the Agreement and related instructions
of the customer.
feMbdz] . RPN ABEE (RMRERZ AN ABEED 58 KR SR 1IAE S8 2347 Ab 3 .

Measures:

1 it -

e SAP uses controls and processes to monitor compliance with contracts between SAP and its
customers, subprocessors or other service providers.

SAP X HFEHIFIRAE, Mg SAP 5HE . o4 7 s H AR -3k 2 M2 B & H .

e As part of the SAP Security Policy, Personal Data requires at least the same protection level as
“confidential” information according to the SAP Information Classification standard.

YEN SAP BRI —5r, MABIE R/ FEALS SAP EE 4K s “IRE” 5 B RSMRY 9.

e All SAP employees and contractual subprocessors or other service providers are contractually bound
to respect the confidentiality of all sensitive information including trade secrets of SAP customers
and partners.

B SAP f LA [R5 A B U7 SR A IR S5 SR BE P 25 R 200, S ITA BURME S (BLFE SAP & Fla etk it
MR RRE D MR
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1.7 Availability Control. Personal Data will be protected against accidental or unauthorized
destruction or loss.
WM B R AP ECR SRR B ELE A N

Measures:

i :

e SAP employs regular backup processes to provide restoration of business-critical systems as and
when necessary.

SAP K E WA e, i ORAE 20 BN PO IR OV 55 R i .

e SAP uses uninterrupted power supplies (for example: UPS, batteries, generators, etc.) to protect
power availability to the Data Centers.

SAP AR EEYR (G, UPS. HJh. KN BEREE OB R,

e SAP has defined business contingency plans for business-critical processes and may offer disaster
recovery strategies for business critical Services as further set out in the Documentation or
incorporated into the Order Form for the relevant Cloud Service.

SAP X RHBML SR AR I E TS Rt R, FE Iy ICHY 55 RS SR At G ME R RIS, W OCRY B OC = IR 45 1T
T B TR
e Emergency processes and systems are regularly tested.
SE B SRR R S .
1.8 Data Separation Control. Personal Data collected for different purposes can be processed
separately.
AR ERER. ST AR B PR AN NBE T T AR EE

Measures:

i

e SAP uses the technical capabilities of the deployed software (for example: multi- tenancy, or
separate system landscapes) to achieve data separation among Personal Data originating from
multiple customers.

SAP FI s B A HoRTIRE (an, 2P BURM RSN Lk B AR A NSRRI 255 .

e Customer (including its Controllers) has access only to its own data.
wP CAFELER) Heevin 8 CrsdE.

e If Personal Data is required to handle a support incident from Customer, the data is assigned to
that particular message and used only to process that message; it is not accessed to process any
other messages. This data is stored in dedicated support systems.

W AN AR B Z SRR, B o e Bz e T B T Bz 2 T Ak 3 AT ] 3
B Wy e e . X BUR G E T SR RS
1.9 Data Integrity Control. Personal Data will remain intact, complete and current during
processing activities.
RSB R IS PR AR AL SERERISLRT .

Measures:

i

SAP has implemented a multi-layered defense strategy as a protection against unauthorized

modifications.

SAP it T 2 JZ B g, B 1k LR SR AUE S E AT

In particular, SAP uses the following to implement the control and measure sections described above.

In particular:

SAP R RIRELT LT R >R I3t b SCATR b A S . R

e Firewalls;

P E

e Security Monitoring Center;

AR
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e Antivirus software;
AT
e Backup and recovery;
5
e External and internal penetration testing;
P A
e Regular external audits to prove security measures.
SE JAAN S T E AR IE 22 A4 it o

Personal Data Processing Agreement for SAP Cloud Services (DUAL) zhCN.v.5-2020 Page 17 of 32



TOMs SET 2
BB AL S M

(applies to TOMs Set 2 Services defined above)
& T Bh b U3 — SHBOARHE  FN ZH S8 e 1 55D

Last Updated: May 4, 2020
BE—KEHT 2020E£5 A4 H

1. TECHNICAL AND ORGANIZATIONAL MEASURES

AR LS
The following sections define SAP’s current technical and organizational measures. SAP may change
these at any time without notice so long as it maintains a comparable or better level of security.
Individual measures may be replaced by new measures that serve the same purpose without
diminishing the security level protecting Personal Data.
PLF AN ZERE T SAP HEIESR AR AR it fIH 23157t . SAP W RIS 58 o se3l ite, HGRE AATRIZEA, (HATie 24k
FRAE B = W 2 5. & I it T B B A EE R RS B A, AR A NEIR R 2 2% .

1.1 Physical Access Control.
BT IR .

e SAP protects its assets and facilities using the appropriate means based on the SAP Security Policy
SAP JET SAP 224U R FAH RV 1 Jt O 5 557 A ¥ it

e Ingeneral, buildings are secured through access control systems (e.g., smart card access system).
W, REINERG (WWEBERIERGD REETWNZ 4.

e As a minimum requirement, the outermost entrance points of the building must be fitted with a
certified key system including modern, active key management.

ERBASESR, @R RINZIN DA ZEIIEH A RS, WA SIS % HEE.

e Depending on the security classification, buildings, individual areas and surrounding premises may
be further protected by additional measures. These include specific access profiles, video
surveillance, intruder alarm systems and biometric access control systems.

WA 22445 g%, TR F FL A Tk — 5 ORAP 50 . AN 0 DX AR ol [ S BT 1) 22 4 o T A it B 450 A ) ) TG .3
R B . NRIRE RS LAY T2 R 5.

e Access rights are granted to authorized persons on an individual basis according to the System and
Data Access Control measures (see Section 1.2 and 1.3 below). This also applies to visitor access.
Guests and visitors to SAP buildings must register their names at reception and must be
accompanied by authorized SAP personnel.
U7 A B BR 2 A3 JR G RN B U 1045 RS T4 T AR RBUAN N (ST SCEE 1.2 39R 1.3 1) o S tRAEEH
TV Vi, HEN SAP BT HIR B Ui % UATEHER LB I 4, T B2 H SAP B85 TRE [ .

e SAP employees and external personnel must wear their ID cards at all SAP locations.
SAP i THIAMNE 2 TAEFTE SAP &b AU B S S k.

Additional measures for Data Centers:

S T A o R F At 4 i«

e All Data Centers adhere to strict security procedures enforced by guards, surveillance cameras,
motion detectors, access control mechanisms and other measures to prevent equipment and Data
Center facilities from being compromised. Only authorized representatives have access to systems
and infrastructure within the Data Center facilities. To protect proper functionality, physical security
equipment (e.g., motion sensors, cameras, etc.) undergo maintenance on a regular basis.

T B0 v o S S AR I ) AR, BB E . WAk, BaRINEE, BT IAAHLH R B b
T, ANTATDRAF B8 FH O Hh O B0 G52 22 A By o AN AR A BT 1) 430408 v o O TP ) RS AR R 2R M . R
FEAE O M IER BT, S Ee SR g (nBafgEas. 5k #rger.
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1.2

SAP and all third-party Data Center providers log the names and times of authorized personnel
entering SAP’s private areas within the Data Centers.
SAP FIFTAE 5 = J7 8 O 3R AL R # 2 id Stk N B oG SAP % 8 IX SR BN 573 1 1k 42 R (]

System Access Control.

RGV5 4] .
Multiple authorization levels are used when granting access to sensitive systems, including those
storing and processing Personal Data. Authorizations are managed via defined processes according
to the SAP Security Policy.
Y62 MBURFANAZ T 15 UK R G IBUR,, AFEAFAE AN NEHR K 1Z 2R R 5. BURRYE SAP & EUR @ &
SRR I DU
All personnel access SAP’s systems with a unique identifier (user ID).
B N s FME— AR (P FRED P71 SAP [ &%t
SAP has policies designed to provide that no rights are granted without authorization and in case
personnel leaves the company their access rights are revoked.
SAP CUEFHMER, BIEME RSN TAEMBIR, DLEHEWAN RETFAT, U m A RS-
SAP has established a password policy that prohibits the sharing of passwords, governs responses
to password disclosure, and requires passwords to be changed on a regular basis and default
passwords to be altered. Personalized user IDs are assigned for authentication. All passwords must
fulfill defined minimum requirements and are stored in encrypted form. In the case of domain
passwords, the system forces a password change every six months in compliance with the
requirements for complex passwords. Each computer has a password-protected screensaver.
SAP Tl e 2 L S A A RDBCE , HT S A T MR S B ma SR, DA R o S TR SO R AN T BRI B T
SYBCAMEAL AR IREAT B IRIE o T B RO 0 2 B AR B BRI LU T A . Bilan, XTI AD,
RESEEREMER, BHES (6) MAER—XREW. 8& T EHEE — A2 RY IR,
The company network is protected from the public network by firewalls.
NI EESTRNAYDL S LA B =R
SAP uses up-to-date antivirus software at access points to the company network (for e-mail
accounts), as well as on all file servers and all workstations.
SAP {EA E ML I s CEEXT B IR P D FET A SO IR 25 2% B BT A LA sl o A5 A A R R B 3 o
Security patch management processes to deploy relevant security updates on a regular and periodic
basis.
RN T EHRE, LEimEMR TR,
Full remote access to SAP’s corporate network and critical infrastructure is protected by
authentication.
TS B IS UE AR AR XS SAP 2 7] X 48 Al OB BE Rtk S AL A THZ AR U7 10 I 22 4 .

1.3 Data Access Control.

FdR vy ] .
As part of the SAP Security Policy, Personal Data requires at least the same protection level as
“confidential” information according to the SAP Information Classification standard.
£ SAP A BURM— 5y, NSRS TEILR SAP FEE kb5 “RE” 58 FZRRY 9.
Access to Personal Data is granted on a need-to-know basis. Personnel have access to the
information that they require in order to fulfil their duty. SAP uses authorization concepts that
document grant processes and assigned roles per account (user ID). All Customer Data is protected
in accordance with the SAP Security Policy.
A T5 T F R A T U5 AN NBE RIROR o 5 ARG I JEAT IR ST T RS 2. SAP RAIBURME A, 1iEd
BT MBEMEK A fe PR o RIE SAP A BURIREFTE & 7 Bl 2 4.
All production servers are operated in the Data Centers or in secure server rooms. Security
measures that protect applications processing Personal Data are regularly checked. To this end,
SAP conducts internal and external security checks and/or penetration tests on its IT systems.
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TR O T 2RSS/ P EAERT A A = RS 3. EAE 22, Ry s ANEHEN N HET . ik,
SAP X IT RGHAT WA 22 2R B AN (8L)1BE M

e Processes and policies to detect the installation of unapproved software on production systems.
KA 7= R 40 bR AR I 3 R AR AR

e An SAP security standard governs how data and data carriers are deleted or destroyed once they
are no longer required.

SAP AR R E G o H) B B4 S50 P 5 2 P i AR A e A

1.4 Data Transmission Control.

AR .

e Personal Data in transfer over SAP internal networks is protected according to SAP Security Policy.
M HE SAP ¢ B AR L SAP 35 R4 45 AL 5 A~ N -

e When data is transferred between SAP and its customers, the protection measures for the
transferred Personal Data are mutually agreed upon and made part of the relevant agreement.
This applies to both physical and network based data transfer. In any case, the Customer assumes
responsibility for any data transfer once it is outside of SAP-controlled systems (e.g. data being
transmitted outside the firewall of the SAP Data Center).
£ SAP 5HZ 2 (AR, X7 M6 B B 4 A N 1 R4 I I NN R X — SR A RE I
T s 5 R AL S R I 28 B0 A6 . FEAERIEOL T, R0 SAP il KRG IMER BT EE (Wi SAP %
PO B KB SME R I EEE ) 715%.

1.5 Data Input Control.

RPN .

e SAP only allows authorized personnel to access Personal Data as required in the course of their
duty.

SAP R A VRN GRS 75 ZEAE JE AT IR B3 A 72 v oy [l A AN 55080

e SAP has in most cases implemented a logging system for input, modification and deletion, or
blocking of Personal Data by SAP or its subprocessors within the Cloud Service to the extent
technically possible.

TERARTATHEE P, SAP COIERZ HUE Tt SAP B 4 b #1775 2= IR S A NBE BN B2, MIBREAR
SESLiE itk R
1.6 Job Control.
b o

e SAP uses controls and processes to monitor compliance with contracts between SAP and its
customers, subprocessors or other service providers.

SAP K H#EHIFIGIRE, MR SAP 5HZ . 24 # 77 B H AR R 55 1R AL R 2 (M 22 B & TH .

e As part of the SAP Security Policy, Personal Data requires at least the same protection level as
“confidential” information according to the SAP Information Classification standard.
1ER SAP LR BUR M —#45r, MNMAHIEER/DFERER SAP FEF TS “RE” E B FSERRT 900 .

e All SAP employees and contractual subprocessors or other service providers are contractually bound
to respect the confidentiality of all sensitive information including trade secrets of SAP customers
and partners.

B SAP 5t TAIA [/ Ab 3 7 B AR RS AR P Z A R, A BURE B (45 SAP & FI& Rk
MR R IR
1.7 Availability Control.
] e
SAP employs regular backup processes to provide restoration of business-critical systems as and when
necessary.
SAP X HE & OHRAE, B ORTE L ZE I o 5 O 55 R 4

e SAP uses uninterrupted power supplies (for example: UPS, batteries, generators, etc.) to protect

power availability to the Data Centers.
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SAP AN AT R (G, UPS. Hijth, RHIHLE) SR B oot i s R .

e SAP has defined business contingency plans for business-critical processes and may offer disaster
recovery strategies for business critical Services as further set out in the Documentation or
incorporated into the Order Form for the relevant Cloud Service.

SAP X CBML S IR AR E TS Rt R, FF 9 8L 55 IR 55 3R (it ¢ M 52 R, L OCRS BRI O 2 IR 45 AT
Ty B T I
e Emergency processes and systems are regularly tested.
TSI R SRR R R
1.8 Data Separation Control.
HiE B .

SAP uses the technical capabilities of the deployed software (for example: multi- tenancy, or separate
system landscapes) to achieve data separation among Personal Data originating from multiple
customers.

SAP FIFH BT B A HE AR TIRE (1, 2R B RGN SEIR B A FE P A NEHE 45 .

e Customer (including its Controllers) has access only to its own data.
2P CHFEHEERITT REEVin B S rEdE.

e If Personal Data is required to handle a support incident from Customer, the data is assigned to
that particular message and used only to process that message; it is not accessed to process any
other messages. This data is stored in dedicated support systems.

W AN ANBIE B P SRR, B o Fe Bz e v B Tz 2 T Ak 3 AT ] 3
B WJeikvs m e B . R BIRAEEE T F SRR R G .
1.9 Data Integrity Control.
&bt Uit

SAP has implemented a multi-layered defense strategy as a protection against unauthorized
modifications.

SAP SEjiti T 2 E Bt 8, B b LRSS SR AT N .

In particular, SAP uses the following to implement the control and measure sections described above.

In particular:

SAP FFRIREL T LT Rt R g2t B SCATR s d A . R R

e Firewalls;

P&

e Security Monitoring Center;
ZA WA

e Antivirus software;
ATFERAT

e Backup and recovery;

B 5

e External and internal penetration testing and/or regular external external audits to prove security
measures.

WAMERZIE R (B 58 BASMT vF LAIGHIE 22 4 48 it o
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Appendix 3 to the DPA and, if applicable, the Standard Contractual Clauses
DPA fitrE& F%R (WEH) ZH% 3

The following table sets out the relevant Articles of GDPR and corresponding terms of the DPA for

illustration purposes only.

TRFIH T GDPR [R5 A1 DPA IR RLZ&aK, AEBLIAZ .

Article of GDPR

Section of DPA

Click on link to see Section

GDPR %3 DPA /N HEHREEEMERADT
28(1) 2 and Appendix 2 | Security of Processing and Appendix 2,
2 FApfsx 2 Technical and Organizational Measures.
Security of Processing Fpfts% 2, H AR A LU
i
28(2), 28(3) (d) and 28 (4) | 6 SUBPROCESSORS
28(2). 28(3) (d)F1 28 (4) SUBPROCESSORS

28 (3) sentence 1
28 (3)%E 14

1.1 and Appendix
1,1.2
1L1MM 1. 1.2

Purpose and Application. Structure.
Purpose and Application. Structure.

28(3) (a) and 29
28(3) (a)fl 29

3.1 and 3.2
3.1%13.2

Instructions from Customer. Processing on Legal
Requirement.

Instructions from Customer._ Processing on
Legal Requirement.

28(3) (b)

3.3

Personnel.
Personnel

28(3) (c) and 32
28(3) (c)f1 32

2 and Appendix 2
2 R 2

Security of Processing and Appendix 2,
Technical and Organizational Measures.

Security of Processing Al 2, FAREHAIAH LS
it o

28(3) (e)

3.4

Cooperation.
Cooperation.

28(3) (f) and 32-36
28(3) (f)Fil 32-36

2 and Appendix 2,
3.5, 3.6

2 Mt 2. 3.5,
3.6

Security of Processing and Appendix 2,
Technical and Organizational Measures.

Personal Data Breach Notification. Data
Protection Impact Assessment.

Security of Processing FIf{s¢ 2, A iifI4 A
jifi. Personal Data Breach Notification. Data
Protection Impact Assessment.

28(3) (g) 4 Data export and Deletion
Data export and Deletion
28(3) (h) 5 CERTIFICATIONS AND AUDITS
CERTIFICATIONS AND AUDITS
28 (4) 6 SUBPROCESSORS
SUBPROCESSORS
30 8 Documentation; Records of processing
Documentation; Records of processing
46(2) (c) 7.2 Standard Contractual Clauses

Standard Contractual Clauses
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Appendix 4 (FALLBACK)
x4 (&R

STANDARD CONTRACTUAL CLAUSES (PROCESSORS)!
IEETRZR (LEI 2

For the purposes of Article 26(2) of Directive 95/46/EC (or, after 25 May 2018, Article 44 et
seq. of Regulation 2016/79) for the transfer of personal data to processors established in third
countries which do not ensure an adequate level of data protection

RIERR T84 95/46/EC 2 26(2)%% (8iff 2018 £ 5 H 25 HjG, %R 2016 F£E 79 55E 44 %) , W
FOL T Toi i AR 78 4 B0 AR 3 B0 88 =5 B 5K /M X R b3 e S N B0 e

Customer also on behalf of the other Controllers
WA I AR R T7 1% P
(in the Clauses hereinafter referred to as the ‘data exporter’)
(FELAF kg “Bag Sl D
and
il
SAP
(in the Clauses hereinafter referred to as the ‘data importer’)
(TELL TR PSRN “BImIFAT” D

each a ‘party’; together ‘the parties’,
VA BS503R “—057 , AR “XI57

HAVE AGREED on the following Contractual Clauses (the Clauses) in order to adduce adequate
safeguards with respect to the protection of privacy and fundamental rights and freedoms of
individuals for the transfer by the data exporter to the data importer of the personal data
specified in Appendix 1.

St 5 5 B SN T AR R 1 AR A N B AR BRRL R R A N A RORI AN B Ry T L 7 43
AP, SR R& %K (ORGSR “%63%7 )

Clause 1
1
Definitions
'
For the purposes of the Clauses:
LRI &
(@) ‘personal data’, ‘special categories of data’, ‘process/processing’, ‘controller’,

‘processor’, ‘data subject’ and ‘supervisory authority’ shall have the same meaning as in
Directive 95/46/EC of the European Parliament and of the Council of 24 October 1995 on the

! Pursuant to Commission Decision of 5 February 2010 (2010/87/EU)

R 42010422 A 5 H HYZE pl 2 ¥l (2010/87/EU)
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protection of individuals with regard to the processing of personal data and on the free
movement of such data;

ONNEET . CHERREGEZRF) . kbE/EHTANER . EHIF . AT . CBIEREN
WY HEARI S E ST 1995 4 10 A 24 HiBEd 2 T3 A NEEE A B B4 AR LA
K RHE E £ 95/46/EC 154 R N HMUE BI& s

(b) ‘the data exporter’ means the controller who transfers the personal data;
HAEF T AR NBEE T

(c) ‘the data importer’ means the processor who agrees to receive from the data exporter
personal data intended for processing on his behalf after the transfer in accordance with his
instructions and the terms of the Clauses and who is not subject to a third country’s system
ensuring adequate protection within the meaning of Article 25(1) of Directive 95/46/EC;

BARFANTT AR FE RS T 7 A NS IR AR S JE AR HE 3 U7 B4R AR SR AR
FOAL TR AR AL B T, 2 AR T BRI SR =07 B /IR AR RN 95/46/EC 4845 25(1) e Mk
FEALFE 3 I B AR B B 1 24 6

(d) ‘the sub-processor’ means any processor engaged by the data importer or by any other
sub-processor of the data importer who agrees to receive from the data importer or from any
other sub-processor of the data importer personal data exclusively intended for processing
activities to be carried out on behalf of the data exporter after the transfer in accordance with
his instructions, the terms of the Clauses and the terms of the written subcontract;

ORI RAREIE SN T BUEE S N T AR AR o A B T AR AT AL R Ty, AL R
NEHE TN 5 BB TN 5 B ] At 23 A B 5 AR N, B T T A i 5 B AR A A S N 5 T
B4 SRR 2 84 A A AR AT A BE 35

(e) ‘the applicable data protection law’ means the legislation protecting the fundamental
rights and freedoms of individuals and, in particular, their right to privacy with respect to the
processing of personal data applicable to a data controller in the Member State in which the
data exporter is established;

&R R R RY A AR B B, RS A TR 5 o o BT e R
5 I R A A ) B A A B A B AR DG B AL R o

(f) ‘technical and organisational security measures’ means those measures aimed at
protecting personal data against accidental or unlawful destruction or accidental loss, alteration,
unauthorised disclosure or access, in particular where the processing involves the transmission
of data over a network, and against all other unlawful forms of processing.
HIARFIA R AR IR AN NS Z B/ BEREEIR BRI R R Bk A B
CREFI R AR PRI TR F P 268 B AR 5 ) DA S A A2 1 2 1) 4 340 g SR ) i

Clause 2
H2 %

Details of the transfer

e B

The details of the transfer and in particular the special categories of personal data where
applicable are specified in Appendix 1 which forms an integral part of the Clauses.
FEEANE R, AR AN ABEE R CEERD , BIEMHE L R CAVEGE Ui, R RRARER AT Bl

—H9
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Clause 3
FH3

Third-party beneficiary clause

B=T =M AR

1. The data subject can enforce against the data exporter this Clause, Clause 4(b) to (i),
Clause 5(a) to (e), and (g) to (j), Clause 6(1) and (2), Clause 7, Clause 8(2), and Clauses 9 to
12 as third-party beneficiary.

B 9 N AT AR B & o5 B v = 5 2 s NBAT A6 3 4(b)ZE ()%, 28 5(a)Z(e)Fi(g)
E(§)% BO(L)R(2)% 7 % H8(Q)%LILE 9 E 12 4.

2. The data subject can enforce against the data importer this Clause, Clause 5(a) to (e)
and (g), Clause 6, Clause 7,Clause 8(2), and Clauses 9 to 12, in cases where the data exporter
has factually disappeared or has ceased to exist in law unless any successor entity has assumed
the entire legal obligations of the data exporter by contract or by operation of law, as a result
of which it takes on the rights and obligations of the data exporter, in which case the data
subject can enforce them against such entity.

AR T CSEBRE R BTE VR L OAEAATE, BRI AT DB REIR S AT BT AR B
5(a)Z(e)M(g)sk. 6 % B 7 5% B B(2)KUUKEE 9O & 12 %, BRI G4k stk CAARYE & M Bk
FRH T B T T AR XSS, DRI 5 O BRI RN 554 B S 7R 1, FEGIE LT, B 4N
A AR SR IBAT H iR 553K

3. The data subject can enforce against the sub-processor this Clause, Clause 5(a) to (e)
and (g), Clause 6, Clause 7, Clause 8(2), and Clauses 9 to 12, in cases where both the data
exporter and the data importer have factually disappeared or ceased to exist in law or have
become insolvent, unless any successor entity has assumed the entire legal obligations of the
data exporter by contract or by operation of law as a result of which it takes on the rights and
obligations of the data exporter, in which case the data subject can enforce them against such
entity. Such third-party liability of the subprocessor shall be limited to its own processing
operations under the Clauses.

R T 7 e 5N Y O R R B L DR R AFAE B O, BE S N RT DL R 4y A
P EATASE . 3 5() & (e)F(g)%k. £ 6% 7% FHBR)FZUUME I E 12 %4, KRIAMLATIE dksik
TR G [F BRI 1 808 5 7 ik 5%, DR a3 tH 7 BRI AN 584 F iz SEAA R 8, 7RI
THOLN, B 3 AT LB SR Z A BT PR k. A b3 7 (R k888 =7 ST R PR T- FARIE FaR 463k Ok
AT AL B
4. The parties do not object to a data subject being represented by an association or other
body if the data subject so expressly wishes and if permitted by national law.

A A g N R W S LA E SR R VIR N, BT 34N SOt e BH At FH BAAR 2 £l =4
HAN

Clause 4
Ha %

Obligations of the data exporter

BT 07 B 3055

The data exporter agrees and warrants:
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Kot T 77 17 IR ORAE -

(a) that the processing, including the transfer itself, of the personal data has been and will
continue to be carried out in accordance with the relevant provisions of the applicable data
protection law (and, where applicable, has been notified to the relevant authorities of the
Member State where the data exporter is established) and does not violate the relevant
provisions of that State;

— H AR S AR T FH O R VR AR O e A N R (BEEmAS) (HEEHBRT, ©
A0 LR R A0 3t 1 T S BT A ) B L R R A SR D LA 2 S [l R AR DG E

(b) that it has instructed and throughout the duration of the personal data-processing
services will instruct the data importer to process the personal data transferred only on the data
exporter’s behalf and in accordance with the applicable data protection law and the Clauses;

FH O DRI A FN N BR8N AR o B R SN 5 R B 5 H 7 IR 1) B8 TR A2
R R AL B AL B P S N80

(c) that the data importer will provide sufficient guarantees in respect of the technical and
organisational security measures specified in Appendix 2 to this contract;
BAR S NITREASE R 2 e iR AR RN 222 A 4 Tt AR AR 7 0 (R 4EL0R

(d) that after assessment of the requirements of the applicable data protection law, the
security measures are appropriate to protect personal data against accidental or unlawful
destruction or accidental loss, alteration, unauthorised disclosure or access, in particular where
the processing involves the transmission of data over a network, and against all other unlawful
forms of processing, and that these measures ensure a level of security appropriate to the risks
presented by the processing and the nature of the data to be protected having regard to the
state of the art and the cost of their implementation;

TEVEAR IE B AR R M BER 2 5, 30 I SR A A 18 1 22 A4 it R4 A N B8 il = AP B A B
SNESR Bk EEBESTTR CREE A BT RS S M 2 B R AR G L) DA — T AR T AL B,
(] R A 5 A 3 7 A (1 JRUR: DA S S LR A8 (1 1 o H 25 R SIS ) S b R R RS, SR k48 it PRAIE 22

2200 s
(e) that it will ensure compliance with the security measures;
TR~ 22 4 i
(f) that, if the transfer involves special categories of data, the data subject has been

informed or will be informed before, or as soon as possible after, the transfer that its data could
be transmitted to a third country not providing adequate protection within the meaning of
Directive 95/46/EC;

F ARV BORF R 2, U L I8 A B AR R T 4R 2 BT ERE AR N 45 R E R U A B M N,
5 A H A TT Re A 2 T0Vk e it 95/46/EC 54 ML E 1 78 43 B TR 1 28 =5 B 5/ H X

(9) to forward any notification received from the data importer or any sub-processor
pursuant to Clause 5(b) and Clause 8(3) to the data protection supervisory authority if the data
exporter decides to continue the transfer or to lift the suspension;

RO T 7 PoE RSB R R ER B4, KIEER S(b) 2 ANE 8(3) 2% IIRLE K WA 3 N5 BAEA 70
AL B T3 AT 1) 388 R B A e B DR B LR

(h) to make available to the data subjects upon request a copy of the Clauses, with the
exception of Appendix 2, and a summary description of the security measures, as well as a copy
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of any contract for sub-processing services which has to be made in accordance with the Clauses,
unless the Clauses or the contract contain commercial information, in which case it may remove
such commercial information;

MRIEZER, R 3 NIRBESRK (BREE 2 71 FIACRN 22 A 15 it (0 NE 22 15 B DA R 00K 4 A 2% ik 372
BER A JE B R SS RATATT G REIAS, BRAEEE AaESrER, BT, e S

(i) that, in the event of sub-processing, the processing activity is carried out in accordance
with Clause 11 by a subprocessor providing at least the same level of protection for the personal
data and the rights of data subject as the data importer under the Clauses; and

IR SEFHNE, FETEEEDLT, AEESIARIEEE 11 St 2 /D405 Bl 207 6 A B R
I & ORI RIS 2 AU 23 A BT 34T

6))] that it will ensure compliance with Clause 4(a) to (i).
TR T 28 4(a) (i) 2K

Clause 5

H5

Obligations of the data importer

HIFINTT N

The data importer agrees and warrants:
B T R = IEARIE :

(a) to process the personal data only on behalf of the data exporter and in compliance with
its instructions and the Clauses; if it cannot provide such compliance for whatever reasons, it
agrees to inform promptly the data exporter of its inability to comply, in which case the data
exporter is entitled to suspend the transfer of data and/or terminate the contract;

AR E T 5 IR AR A RN Sk AR B N B s 5 B N5 DRG0 L 2R A R, U
[F) R bt e BT A s S Uy, TR, B S O A R S S AR R R B A TR

(b) that it has no reason to believe that the legislation applicable to it prevents it from
fulfilling the instructions received from the data exporter and its obligations under the contract
and that in the event of a change in this legislation which is likely to have a substantial adverse
effect on the warranties and obligations provided by the Clauses, it will promptly notify the
change to the data exporter as soon as it is aware, in which case the data exporter is entitled
to suspend the transfer of data and/or terminate the contract;

i N5 A B BN o S A R BE L AT B 5 5 A B R A B AR A R T Y
N5 HZFEERAELTE, BT A R0 4300 E R ORAN 55 7= A DRI, I HAE T fE2Ik
AR SN S R N AN BE R 7, FERE LT, B T A AU s e A R / S 1B A

(c) that it has implemented the technical and organisational security measures specified in
Appendix 2 before processing the personal data transferred;

FEAEERAL S S N B i, SRR 2 o R IO BRI A 22 4 i

(d) that it will promptly notify the data exporter about:
Hole st DA 1 0 S BB A BdiE 5 H O
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(i) any legally binding request for disclosure of the personal data by a law enforcement
authority unless otherwise prohibited, such as a prohibition under criminal law to preserve the
confidentiality of a law enforcement investigation;

PN A A NEAE B R AT AT B A R R LR iR, BRAEE FARSE I RE,  WiE A R P2
A LR 2R L HE

(i) any accidental or unauthorised access; and
AT AP BR AL T i A NBER AT s R

(iii) any request received directly from the data subjects without responding to that request,
unless it has been otherwise authorised to do so;
B g N B Rt BARAE B R K, BR AR SRR AH R AL

(e) to deal promptly and properly with all inquiries from the data exporter relating to its
processing of the personal data subject to the transfer and to abide by the advice of the
supervisory authority with regard to the processing of the data transferred;

Je )& 3 A FR A 5 o A oS H AR R BN NEE AN SRR BT R B, s LA AL ER AR S A
s AR DG I

(f) at the request of the data exporter to submit its data-processing facilities for audit of
the processing activities covered by the Clauses which shall be carried out by the data exporter
or an inspection body composed of independent members and in possession of the required
professional qualifications bound by a duty of confidentiality, selected by the data exporter,
where applicable, in agreement with the supervisory authority;

FRAE B4 3 tH 77 PRI SR, $R S8 LB Ak 3 Vit DA o A 2% 3 I T I IR AR FRTS By, 1% o AR L P A
T 7 B R 5 5 e AR IR PAT s RIS ATUR R B AT B R LR, A BT IR b A I AR PR 2 R
1, FEREEAMROT, 5RERE RSP

(9) to make available to the data subject upon request a copy of the Clauses, or any existing
contract for sub-processing, unless the Clauses or contract contain commercial information, in
which case it may remove such commercial information, with the exception of Appendix 2 which
shall be replaced by a summary description of the security measures in those cases where the
data subject is unable to obtain a copy from the data exporter;

A 2 N\ TCk B 5 7 AR RIS R A B D% A A BRI AT I & R RIAS, ARARE SR, Hdi
AT R AR BRI, RIS EE R PSS LGS, BT, AR 2 stk
EEMNTIER,  H N L 22 A i B A B AR A 2,

(h) that, in the event of sub-processing, it has previously informed the data exporter and
obtained its prior written consent;
Lo AL R, FLAE R I AN B T 77 I SRS s 2 L U R S e i R

() that the processing services by the sub-processor will be carried out in accordance with
Clause 11;
Ir BRI ARIE S 11 ST AL BIE D

33) to send promptly a copy of any sub-processor agreement it concludes under the Clauses
to the data exporter.
T [ Bl 5 5 AR AR A Sk s BRI ] 43 Ak B 5 BRI AR
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Clause 6
#He &

Liability
HE

1. The parties agree that any data subject, who has suffered damage as a result of any
breach of the obligations referred to in Clause 3 or in Clause 11 by any party or sub-processor
is entitled to receive compensation from the data exporter for the damage suffered.

W7 R R, MR — 7 Bor AR B 7 RIBAT 56 3 4R EEE 11 S b RIE 1 SL 5% T 18 52 407 o (R A Ao 58 >4 =8
N, BIEBERAREAE 3 7 s S HR A T £

2. If a data subject is not able to bring a claim for compensation in accordance with
paragraph 1 against the data exporter, arising out of a breach by the data importer or his sub-
processor of any of their obligations referred to in Clause 3 or in Clause 11, because the data
exporter has factually disappeared or ceased to exist in law or has become insolvent, the data
importer agrees that the data subject may issue a claim against the data importer as if it were
the data exporter, unless any successor entity has assumed the entire legal obligations of the
data exporter by contract of by operation of law, in which case the data subject can enforce its
rights against such entity.

R 5 17 © 32 bRil R BEE . E A BB O™ 30 S B L A TCERHE 2 1 300E it
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The data importer may not rely on a breach by a sub-processor of its obligations in order to
avoid its own liabilities.
s TN TT AU 53 A B T7 R JBAT X 5% AT R HLEE B TN 54T

3. If a data subject is not able to bring a claim against the data exporter or the data
importer referred to in paragraphs 1 and 2, arising out of a breach by the sub-processor of any
of their obligations referred to in Clause 3 or in Clause 11 because both the data exporter and
the data importer have factually disappeared or ceased to exist in law or have become insolvent,
the sub-processor agrees that the data subject may issue a claim against the data sub-processor
with regard to its own processing operations under the Clauses as if it were the data exporter
or the data importer, unless any successor entity has assumed the entire legal obligations of
the data exporter or data importer by contract or by operation of law, in which case the data
subject can enforce its rights against such entity. The liability of the sub-processor shall be
limited to its own processing operations under the Clauses.
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i 53 Ab B 5 [ 3 B 2 S K A 9 a5t 5 BB N 5 T A K T T IR AR B R A X AR tH R, BRAEAE
1] Ji5 4k SEARAR Y A [F SRR AR T 808 5 o7 S N7 A EiE A 5%, TERCIEAL T, Bl 43 AT LAY
S ST A SRR . 43 AR 5 ) ST R R T AR 253K B CHT R AL ERRAE .
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Clause 7
H7 4

Mediation and jurisdiction

B EEE R

1. The data importer agrees that if the data subject invokes against it third-party
beneficiary rights and/or claims compensation for damages under the Clauses, the data importer
will accept the decision of the data subject:

B ST ER, #5500 PSR 38 =07 52 85 AR =k B/ B ¥R 2k R ERUR £, EE
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(a) to refer the dispute to mediation, by an independent person or, where applicable, by
the supervisory authority;

BRI B ISIA N (& SN AT AR s
(b) to refer the dispute to the courts in the Member State in which the data exporter is
established.
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2. The parties agree that the choice made by the data subject will not prejudice its
substantive or procedural rights to seek remedies in accordance with other provisions of national
or international law.
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Clause 8

F8

Cooperation with supervisory authorities

B & ME DL

1. The data exporter agrees to deposit a copy of this contract with the supervisory authority
if it so requests or if such deposit is required under the applicable data protection law.
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2. The parties agree that the supervisory authority has the right to conduct an audit of the
data importer, and of any sub-processor, which has the same scope and is subject to the same
conditions as would apply to an audit of the data exporter under the applicable data protection
law.
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3. The data importer shall promptly inform the data exporter about the existence of
legislation applicable to it or any sub-processor preventing the conduct of an audit of the data
importer, or any sub-processor, pursuant to paragraph 2. In such a case the data exporter shall
be entitled to take the measures foreseen in Clause 5(b).
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Clause 9
#H9 %

Governing law

g7 e2

The Clauses shall be governed by the law of the Member State in which the data exporter is
established.
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Clause 10
10 K

Variation of the contract
A FAE

The parties undertake not to vary or modify the Clauses. This does not preclude the parties from
adding clauses on business related issues where required as long as they do not contradict the

Clause.
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Clause 11

F11 #

Sub-processing

pag 32

1. The data importer shall not subcontract any of its processing operations performed on

behalf of the data exporter under the Clauses without the prior written consent of the data
exporter. Where the data importer subcontracts its obligations under the Clauses, with the
consent of the data exporter, it shall do so only by way of a written agreement with the sub-
processor which imposes the same obligations on the sub-processor as are imposed on the data
importer under the Clauses. Where the sub-processor fails to fulfill its data protection obligations
under such written agreement the data importer shall remain fully liable to the data exporter
for the performance of the sub-processor’s obligations under such agreement.
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2. The prior written contract between the data importer and the sub-processor shall also
provide for a third-party beneficiary clause as laid down in Clause 3 for cases where the data
subject is not able to bring the claim for compensation referred to in paragraph 1 of Clause 6
against the data exporter or the data importer because they have factually disappeared or have
ceased to exist in law or have become insolvent and no successor entity has assumed the entire
legal obligations of the data exporter or data importer by contract or by operation of law. Such
third-party liability of the sub-processor shall be limited to its own processing operations under
the Clauses.
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3. The provisions relating to data protection aspects for sub-processing of the contract
referred to in paragraph 1 shall be governed by the law of the Member State in which the data
exporter is established.
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4. The data exporter shall keep a list of sub-processing agreements concluded under the
Clauses and notified by the data importer pursuant to Clause 5(j), which shall be updated at
least once a year. The list shall be available to the data exporter’s data protection supervisory
authority.
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Clause 12
FH12 %

Obligation after the termination of personal data-processing services

LA AR B IRS S H 5

1. The parties agree that on the termination of the provision of data-processing services,
the data importer and the sub-processor shall, at the choice of the data exporter, return all the
personal data transferred and the copies thereof to the data exporter or shall destroy all the
personal data and certify to the data exporter that it has done so, unless legislation imposed
upon the data importer prevents it from returning or destroying all or part of the personal data
transferred. In that case, the data importer warrants that it will guarantee the confidentiality of
the personal data transferred and will not actively process the personal data transferred
anymore.
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2. The data importer and the sub-processor warrant that upon request of the data exporter
and/or of the supervisory authority, it will submit its data-processing facilities for an audit of the
measures referred to in paragraph 1.
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