PERSONAL DATA PROCESSING AGREEMENT FOR SAP SUPPORT AND PROFESSIONAL
SERVICES
£t Xt SAP 3Ri 5% WARSS /N ABHR A BTN

1. BACKGROUND
FRER

1.1 Purpose and Application. This document ("DPA") is incorporated into the Agreement and forms
part of a written (including in electronic form) contract between SAP and Customer. This DPA
applies to Personal Data provided by Customer and each Data Controller in connection with the
performance of the SAP services as set out in the relevant Agreement (“"SAP Service(s)”) to which
is attached the present DPA which may include:

HRFR A, AR (LURER “DPA” ) SAMINIHIAL SAP 54 2 BISITHHiE (B8 EX) AR
H—H857, A DPA & HF% P A& MRS 7 1400 5- AT REMT A DPA BRI TR ey SAP IRSS (BL
TEFR “SAP RS ) AR AEHE, WIXLEIRSS rIRea S
(a) SAP Support as defined in the Software License & Support Agreement; and/or
BRAOFF RIFOSCRAIN P RLE ) SAP 3CFF 5 Fn/k
(b) Professional Services as described in the services agreement concluded between SAP and
the Customer (“Services Agreement”).
SAP L ZPEZENMSB NN (LUFEH RSN ) FREHE RS,

1.2 Structure. Appendices 1 and 2 are incorporated into and form part of this DPA. They set out the
agreed subject-matter, the nature and purpose of the processing, the type of Personal Data, the
categories of data, the data subjects and the applicable technical and organizational measures.
¥, B 1 Fn 2 99K DPA KA DPA ) —H8 4y, XMAMRAE TS EREI, AR H ),
AN AEHEIERL, BRZER, BE M AN, DURGE A A B AR R it Fn 48 43R it

1.3 GDPR. SAP and Customer agree that it is each party’s responsibility to review and adopt
requirements imposed on Controllers and Processors by the General Data Protection Regulation
2016/679 ("GDPR"), in particular with regards to Articles 28 and 32 to 36 of the GDPR, if and to
the extent applicable to Personal Data of Customer/Controllers that is processed under the DPA.
For illustration purposes, Appendix 3 lists the relevant GDPR requirements and the corresponding
sections in this DPA.

GDPR, SAP FI&FRE, &7 ASRE THmMENRE GoAEIERIFESE) 2016 5 679 5 (UL FEFR
“GDPR” ) , BH/ & GDPR % 28 571 32 & 36 5k, NPl S FsABE FROTEK, (RAlHE e A TKkHE DPA
RABRI R P2 JYEH D7 A N s, RME TR, B 3 FIH T #H % GDPR ZERFuA DPA F1H9 X NI/ N3,

1.4 Governance. SAP acts as a Processor and Customer and those entities that it permits to include

Personal Data in systems accessible by SAP when performing the SAP Service act as Controllers
under the DPA. Customer acts as a single point of contact and is solely responsible for obtaining
any relevant authorizations, consents and permissions for the processing of Personal Data in
accordance with this DPA, including, where applicable approval by Controllers to use SAP as a
Processor. Where authorizations, consent, instructions or permissions are provided by Customer
these are provided not only on behalf of the Customer but also on behalf of any other Controller.
Where SAP informs or gives notice to Customer, such information or notice is deemed received
by those Controllers permitted by Customer to include Personal Data and it is Customer’s
responsibility to forward such information and notices to the relevant Controllers.
168, SAPIERMETF, IFFEHAT SAP RSB SAP A[iA RN R ST H A AN AEHE R % P FiX Lo /EQ DPA
THER T, FRERRE—BKER, SNATTRIULIEA DPA IR ANBARFTTRANTATHE S, [FEFIF ],
CLIGYERI 7 SAP FERABRFHOAE RILHE, B IRHHZA, FE, HERsif ], XN, FE., ErRsis
A URER R P IEAE, BRI HAMIER] DR, 35 SAP M&EF &HE Bgima, HIME B giG@EmBM MK
BT RAN NBAROOEER P, & R0 ST SE B A0 E e AR L FH S 5
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2. SECURITY OF PROCESSING
S o

2.1 Appropriate Technical and Organizational Measures. SAP has implemented and will apply
the technical and organizational measures set forth in Appendix 2. Customer has reviewed such
measures and agrees that the measures are appropriate taking into account the state of the art,
the costs of implementation, nature, scope, context and purposes of the processing of Personal
Data.
FAN AR AR, SAP O AR 2 FAEMBEARERfALRE MK, &P EEF LIS fiF
AR, SRENAIFERCRSHE S I8 A ATAOBCR R RKT SERERRA, DAKRA ABAERORBIER, Y6l & 5H H 1,
Appendix 2 applies only to the extent that such SAP Services are performed on or from SAP
premises. In the case where SAP is performing SAP Services on the Customer’s premises and SAP
is given access to Customer’s systems and data, SAP shall comply with Customer’s reasonable
administrative, technical, and physical conditions to protect such data and guard against
unauthorized access. In connection with any access to Customer’s system and data, Customer
shall be responsible for providing SAP personnel with user authorizations and passwords to access
its systems and revoking such authorizations and terminating such access, as Customer deems
appropriate from time to time. Customer shall not grant SAP access to Licensee systems or
personal information (of Customer or any third party) unless such access is essential for the
performance of SAP Services. Customer shall not store any Personal Data in non-production
environments.
B 2 SGE T I35 SAP RSBTE SAP TR AIAFTE N SAP IIFIAAFTIATINIG UL, 4 SAP fE& 72 AT
AT SAP RS I FRUEIF DR HR SEdER, SAP NEEMNE PG HAITEL, BEARFIMBISM:, LIRS
WIEBA IR E R NATER, XN REMEGRTMIAR, FFPNANER OAREYOREE, A58 SAP
AN GRREAR R AT A PR AR ED, BOE SR NI & IR 2EEE, BPASRT SAP TALRIEIT A
FHIRGE (BPSALME =5/) MAERRUNER, BRIFILZEFIEN T SAP IRJBHIMITEREZE, KRG
TEFEA = IR T AR AT A N EHE

2.2 Changes. SAP applies the technical and organizational measures set forth in Appendix 2 to SAP’s
entire customer base receiving the same SAP Service. SAP may change the measures set out in
Appendix 2 at any time without notice so long as it maintains a comparable or better level of
security. Individual measures may be replaced by new measures that serve the same purpose
without diminishing the security level protecting Personal Data.
THE, SAP XIHkAEF SAP IRSBHHEAD SAP K HERN AR 2 PAIEME AR ALK, SAP AIRERNT
EftR 2 hAUERHE, BEFTSATEA, (AR RL4ERE YT S RER, ST AT B BEAFREES
HOBTHE SRR, (BARERREAN AR IRIP R L 2R,

3. SAP OBLIGATIONS
SAP X5

3.1 Instructions from Customer. SAP will process Personal Data only in accordance with
documented instructions from Customer. The Agreement (including this DPA) constitutes such
documented initial instructions and Customer may provide further instructions during the
performance of the SAP Service. SAP will use reasonable efforts to follow any other Customer
instructions, as long as they are required by Data Protection Law, technically feasible and do not
require changes to the performance of the SAP Service. If any of the before-mentioned exceptions
apply, or SAP otherwise cannot comply with an instruction or is of the opinion that an instruction
infringes Data Protection Law, SAP will immediately notify Customer (email permitted).
BT, SAP (URIEE P BHEE RIS A SR, Hi (Bi54& DPA) MpktZEyisBmies, EWAT
SAP IRFBHIBIE . rIHRHEE — P8R, SAP FERGERES IR T HANE P HeR, (HAifdE, XERRLIUTF
G EBIRRIPEERHTEE AR ERT, W AARTFEX SAP IRBBUTHATTAT U, 405 i 3ITATT_ Bl B4 e,
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5 SAP EEMMIETUHE RSN AR RSB THIRRIFIE, SAP fFZAl@EMEF  (foifrfli e m iy 5
) o

3.2 Processing on Legal Requirement. SAP may also process Personal Data where required to do
so by applicable law. In such a case, SAP shall inform Customer of that legal requirement before
processing unless that law prohibits such information on important grounds of public interest.
R ECRHATAR, G HIAREK, SAP e RAEEN AR, TEMZEIEMT, SAP NTEAABLZ FiEH
B IISEREER, WRIFZIEHE T ORISR T2 AR L&,

3.3 Personnel. To process Personal Data, SAP and its Subprocessors shall only grant access to
authorized personnel who have committed themselves to confidentiality. SAP and its
Subprocessors will regularly train personnel having access to Personal Data in applicable data
security and data privacy measures.

NG, RN ANEHE, SAP K H 5y 8ABR 7 RN (A & PR O A B3 TR DA R, SAP K45 SAEE 5 NI iE
AT ERAG A N EHE TR DA SR A SOF AT HE REECHE 22 4 Fnice BR AL RS M 7 i i 55,

3.4 Cooperation. At Customer’s request, SAP will reasonably cooperate with Customer and

Controllers in dealing with requests from Data Subjects or regulatory authorities regarding SAP’s
processing of Personal Data or any Personal Data Breach. SAP shall notify the Customer as soon
as reasonably practical about any request it has received from a Data Subject in relation to the
Personal Data processing, without itself responding to such request without Customer’s further
instructions, if applicable. SAP will correct or remove any Personal Data in SAP ‘s possession (if
any), or restrict its processing, in accordance with the Customer’s instruction and Data Protection
Law.
A1E, EFIER, SAP RAHELAZ P LS, HhBhHAABREE 2 H A s iS50 158 SAP X4 AEmAY &4
BTN ABIREMRHAVER, SAP RIURBERF MECHE Y 95 A SR 54N A BE A B A ST TS SRk & 0
®P, FER, ERGREPE PRGN, BHBITEIE LZEER, SAP RARYEE P R~ fdn
LT ES MR SAP A UL NEdE (nh) .

3.5 Personal Data Breach Notification. SAP will notify Customer without undue delay after
becoming aware of any Personal Data Breach and provide reasonable information in its possession
to assist Customer to meet Customer’s obligations to report a Personal Data Breach as required
under Data Protection Law. SAP may provide such information in phases as it becomes available.
Such notification shall not be interpreted or construed as an admission of fault or liability by SAP.
PMANBIREMN B, LRIV ANEINEIITRGE, SAP REMEMERS, JFRERMNAHEE, HihE
P IEATIRIEEGR R P IEE R IR E N ANBAREAITANNSS, SAP Al Bt s v HE B, hBS@mmRay
R AEELR SAP X s STAIAIA,

3.6 Data Protection Impact Assessment. If, pursuant to Data Protection Law, Customer (or its
Controllers) are required to perform a data protection impact assessment or prior consultation
with a regulator, at Customer’s request, SAP will provide such documents as are generally
available for the SAP Service (for example, this DPA, the Agreement, audit reports or
certifications). Any additional assistance shall be mutually agreed between the Parties.
BARRIPFRMITA, KIEEIRRIFE, AR (SO FERTEIRRIP I s e X e
WKy, MEFIER, SAP NIZEHLE YT SAP RSB M EEM IS (B, A DPA, MY, SiHHREZIAID .
(R A D Bh N2 7 I R0 E,

4. DATA DELETION
HhEmpR
Customer hereby instructs SAP to delete the Personal Data remaining with SAP (if any) within a
reasonable time period in line with Data Protection Law (not to exceed six months) once Personal
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Data is no longer required for execution of the Agreement, unless applicable law requires
retention.

EHBATIYN RERENASE, BPFLIER SAP fEAEMIRN (REEBER (6) M) , RIEEIRRIF
IEMIER SAP LREBI/N AR () |, BRIlE A R IR R IR,

5. CERTIFICATIONS AND AUDITS
INEFRIE

5.1 Customer Audit. Customer or its independent third party auditor reasonably acceptable to SAP
(which shall not include any third party auditors who are either a competitor of SAP or not suitably
qualified or independent) may audit SAP’s service and support delivery centers and IT security
practices relevant to Personal Data processed by SAP only if:

FFEIT, K5 SAP ABUIA SIS Z I (RaEfiE T SAP BN PN B &3S Y SR EiEM AT

TS5 = F S HALM) "k SAP SABEAN NEER) SAP RSB 53R L Fn IT KT, (Hanie

=

(a) SAP has not provided sufficient evidence of its compliance with the technical and
organizational measures through providing a certification as to compliance with ISO 27001
or other standards (scope as defined in the certificate). Certifications are available under:
https://www.sap.com/corporate/en/company/quality.html#certificates or upon request if
the certification is not available online; or
SAP KHEIBI R ALEST ISO 27001 Andtsi Hofharnt (BAEEDERHHEN) BIEH, Fes i H
BSF T EEARIE AN AR i, IEB BT LU T M HE R
https://www.sap.com/corporate/en/company/quality.html#certificates, #RTELIRMEE, N
ERRAL ; 5

(b) A Personal Data Breach has occurred; or
HUAN N IREAT N ; 5

(c) An audit is formally requested by Customer’s data protection authority; or
B PR R P AL E RS 1 ; s

(d) Mandatory Data Protection Law provides Customer with a direct audit right and provided
that Customer shall only audit once in any twelve month period unless mandatory Data
Protection Law requires more frequent audits.
o5& | MR AR IP L N R PR L E RS TR, (HRR R R P LR+ (12) AR NIIT Kk E
T, BRIERRBIMEER (RIP 1L ER A R B IR,

5.2 Other Controller Audit. Any other Controller may audit SAP’s control environment and security

practices relevant to Personal Data processed by SAP in line with Section 5.1 only if any of the
cases set out in Section 5.1 applies to such other Controller. Such audit must be undertaken
through and by Customer as set out in Section 5.1 unless the audit must be undertaken by the
other Controller itself under Data Protection Law. If several Controllers whose Personal Data is
processed by SAP on the basis of the Agreement require an audit, Customer shall use all
reasonable means to combine the audits and to avoid multiple audits.
HAERIS B, AL 5 %) rT e e 5.1 TanflE, mt SAP SAEA AHERY SAP #EHIA R4 4238
EIAITEI, (HRTEE, & 5.1 TFmRagn DlaEH F Ik S Ef 7, AREEE 5.1 TvAlE, WSS
BHPWAT, BRIEBIRRIPIEE R HAth e 5 B OAT, /N SAP RIEIAASEELAS A a2
FESRELE, R NCRI B G B R G X BT, ST SRR T,

5.3 Scope of Audit. Customer shall provide at least sixty days advance notice of any audit unless
mandatory Data Protection Law or a competent data protection authority requires shorter notice.
The frequency, time frame and scope of any audits shall be mutually agreed between the parties
acting reasonably and in good faith. Customer audits shall be limited to remote audits where
possible. If an on-site audit is mandatory, it shall not exceed one business day. Beyond such
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restrictions, the parties will use current certifications or other audit reports to avoid or minimize
repetitive audits. Customer shall provide the results of any audit to SAP.

HIHEE, W HEMEN, BFPNEDRAS+ (60) KM@, FRIESREEEIRRIF LS BRI
) RIE BRI BN R L@, TSR, NERELEFEEYME R F &, HigAE, FFPEITN
NERRZBRET CErAT) . BUNIBAET, FEEE— (1) DNIT/ER, S RBEIRRG, 5 RoF) R
A HOIE B s HAh B T i A B 00 B KRB B B 2 B TAE, &P N SAP f2AHMT(TeR I 45 R,

5.4 Cost of Audits. Customer shall bear the costs of any audit unless such audit reveals a material
breach by SAP of this DPA, then SAP shall bear its own expenses of an audit. If an audit determines
that SAP has breached its obligations under the DPA, SAP will promptly remedy the breach at its
own cost.

BT BEA, FPMNAEMETEM, BRIEIEET AT SAP SERMIERA DPA, XFE T, SAP K H1T%K
HETEEMH, A SAP B HAEAR DPA FTHINXES, SAP R E 2R NI BRI TR TR

6. SUBPROCESSORS
B
6.1 Permitted Use. SAP is granted a general authorization to subcontract the processing of Personal

Data to Subprocessors, provided that:

WFRMER, SAP BRI AEHRABE TR B4 /0 BT B — AN, (BRI -

(a) SAP or SAP SE on its behalf shall engage Subprocessors under a written (including in
electronic form) contract consistent with the terms of this DPA in relation to the
Subprocessor’s processing of Personal Data. SAP shall be liable for any breaches by the
Subprocessor in accordance with the terms of the Agreement;

SAP #{%F SAP 1¥) SAP SE gty A7 XN AR, 3T 5K DPA Sk — B0 BE AR (6
BT BB, RIEHINGK, SAP RIXY 4 SABR ST AT BT RS |

(b) SAP will evaluate the security, privacy and confidentiality practices of a Subprocessor prior
to selection to establish that it is capable of providing the level of protection of Personal
Data required by this DPA;

TR AR 721, SAP ROEAL SRR TR 24, [RALFNIRGES RiRYSER:, ffE HoR RE /42 A DPA
HELRAOAN NBIRIRIPER

(c) For SAP Support, SAP’s list of Subprocessors in place on the effective date of the
Agreement is published by SAP (under: https://support.sap.com/en/my-
support/subprocessors.html) or SAP will make it available to Customer upon request,
including the name, address and role of each Subprocessor SAP uses to provide the SAP
Service; and
XIF SAP X Ff, SAPIFRATEMINAEZZ AR AABE G4 8 (W4
https://support.sap.com/en/my-support/subprocessors.html) , SAP 7] LIR % P iE R
ZA4 R, HAalfE SAP SRR SAP RBIE N AL INAFR, Hilkfif . DIk

(d) For Professional Services, SAP will, upon request of the Customer, make the list available
or identify such subprocessors prior to the start of the applicable SAP Services.
WFEWNRSS, SAP fFMZFIERZMHZA R, SRS AN SAP RS2 milf /&t 50 AP 7,

6.2 New Subprocessors. SAP’s use of Subprocessors is at its discretion, provided that:

SR, SAP BATHGE /S ABRGIEH, (HATHEE

(a) SAP will inform Customer in advance of any intended additions or replacements to the list
of Subprocessors including name, address and role of the new Subprocessor (i) for SAP
Support - by posting on the SAP Support Portal, or by email, upon Customer’s registration
on the SAP Portal and (ii) for Professional Services — by similar posting on the SAP Support
Portal, or by e-mail, or in other written form;
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SAP RLEFLL T HZERATE MK /0 8B 7 4 BT RIS R T 3RfE 0, BB HTn 0 BT 4k, Hi
WEFnfta o (i) XF SAP 3Ckf, @3IAE SAP XTI ERAsk R A T =, F (i) W FEUAR
%5, WM FELIRTE SAP IR P LR A 8% A 8 1 BB g oAt B X
(b) Customer may object to such changes as set out in Section 6.3.
KPP AIRYES 6.3 TALE, XIHISTHERNFIN,
6.3 Objections to New Subprocessors.

TR B F R H RN,

(a) SAP Support: If Customer has a legitimate reason under Data Protection Law to object to

the new Subprocessors’ processing of Personal Data, Customer may terminate the SAP
Support upon written notice to SAP, such notice to be provided to SAP no later than thirty
days from the date SAP informs the Customer of the new Subprocessor. If Customer does
not provide SAP with a notice of termination within this thirty days period, Customer is
deemed to have accepted the new Subprocessor. Within the thirty days period from the
date of SAP informing the Customer of the new Subprocessor, Customer may request that
the parties come together in good faith to discuss a resolution to the objection. Such
discussions shall not extend the period for providing SAP a notice of termination and does
not affect SAP’s right to use the new Subprocessor(s) after the thirty days period.
SAP XFf - I P ARIEER ORI LA A BEEE ST A0 43 SABE 7 SABRANS NEHE, &P Wl SAP R ik
WAEIE SAP 3FF, {HIn SAP f2HLAY LSS IS T B SAP [n1%& 7 & M8 s HOBTRY 3 SA B 5 iR
=+ (30) K, mEFPREL =" (30) KHRHM SAP 2L L@, WURNRF CHEZHNS A
5, TEH SAP & &R EE S ML o AE S EM =+ (30) KEIRM, & 5k ERH
RN NIRRT 2, SRS AR EE R M SAP #2448 H @ apg IR, A SAP #£=+ (30)
R HARR S5 (5 A ) 43 AR 5 g AR,

(b) Professional Services: If Customer has a legitimate reason under Data Protection Law that
relates to the Subprocessors’ processing of Personal Data, Customer may object to SAP’s
use of a Subprocessor, by notifying SAP in writing within five business days of SAP’s
information as per Section 6.2. If Customer objects to the use of the Subprocessor, the
parties will come together in good faith to discuss a resolution. SAP may choose to: (i) not
use the Subprocessor or (ii) take the corrective steps requested by Customer in its objection
and use the Subprocessor. If none of these options are reasonably possible and Customer
continues to object for a legitimate reason, either party may terminate the relevant services
on five days’ written notice. If Customer does not object within five days of receipt of the
notice, Customer is deemed to have accepted the Subprocessor. If Customer’s objection
remains unresolved thirty days after it was raised, and SAP has not received any notice of
termination, Customer is deemed to have accepted the Subprocessor.

TWARSS - & PAREER R IP LA & PRV EE 1 BT 58 0 SR 7 RO AR SAEE, &K P Wl LATE SAP IRIEEE
6.2 THlEARHEMEMI (5) NIIEENK SAP R Pmmwmsn, KX SAP i A7, gk
PP R AR 3 SAEE J7, BT N B 3L R BRI AR ok 07 %8, SAP RILUERE © (i) AL o887,
g (i) REEPTERR I I EORML IERE, 85 T Z A5, I iR BTN e ik & B SR,
HEPDUABEE bR ITEL, MEM— 5 fER B BEman i (5) RKNZIEHERS, mE
PAREREEAE (5) KWNIBHKEDL, A EFEEZ A5, MR FHELR B
=14 (30) KWNARSRIfRE, H SAP RIKEUT(MLL ki@, RIMARF CBsz By,

(c) Any termination under this Section 6.3 shall be deemed to be without fault by either party
and shall be subject to the terms of the Agreement.

AT (5 6.3 1) FAUTTER I NNIEAT— TS, I B REE il ek,

6.4 Emergency Replacement. SAP may replace a Subprocessor without advance notice where the
reason for the change is outside of SAP’s reasonable control and prompt replacement is required
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for security or other urgent reasons. In this case, SAP will inform Customer of the replacement
Subprocessor as soon as possible following its appointment. Section 6.3 applies accordingly.
E8FER, TEHERREH SAP A EERIVEE, K72 4R R s Hh B 2R R 2 L R, SAP TfTTEHIJ
KRHEBHPFI T ERoAE T, XMIER T, SAP RNAEF 5B T e RSB & o 8B 5 1y & i,

6.3 T FLUEA,

7. INTERNATIONAL PROCESSING
kA

7.1 Conditions for International Processing. SAP shall be entitled to process Personal Data,
including by using Subprocessors, in accordance with this DPA outside the country in which the
Customer is located as permitted under Data Protection Law.

LEREAEOEM, EHIREPIERTFNEILT, SAP ANEIEAR DPA, 1EEFITEESZ /X 2/ AEEA A
Bom, SR RS SA RN NEHE,

7.2 Standard Contractual Clauses. Where (i) Personal Data of an EEA or Swiss based Controller is
processed in a country outside the EEA, Switzerland and any country, organization or territory
acknowledged by the European Union as safe country with an adequate level of data protection
under Art. 45 GDPR, or where (ii) Personal Data of another Controller is processed internationally
and such international processing requires an adequacy means under the laws of the country of
the Controller and the required adequacy means can be met by entering into Standard Contractual
Clauses, then:

ARG, & (i) (T EEA Bilm LB NAOPESI T, HA ANEAE(E EEA, fﬁtZ% VI PR ifIARE BB 4 I

GDRP 2 45 SRt @ BARIRIPR BN 22 2E Z /M 2 SIEMEZE/ MK, BREMBORIT AR, B

(i) B—HEfIF AN NBIRTE VG ENEITAA R, B 2SRk VE A BR R Bk Ba i) 7 BT e [E 52 / A VA 5%

BT i,  BTaRiFe sy #EhE rlm i VT AnE A RIS fORSEI, AR A

(a) SAP and Customer enter into the Standard Contractual Clauses;
SAP 5 &P EVTIREAR TS ;

(b) Customer enters into the Standard Contractual Clauses with each relevant Subprocessor as
follows, either (i) Customer joins the Standard Contractual Clauses entered into by SAP or
SAP SE and the Subprocessor as an independent owner of rights and obligations ("Accession
Model") or, (ii) the Subprocessor (represented by SAP) enters into the Standard Contractual
Clauses with Customer ("Power of Attorney Model"). The Power of Attorney Model shall
apply if and when SAP has expressly confirmed that a Subprocessor is eligible for it through
the Subprocessor list provided under Section 6.1(c) or (d), or a notice to Customer; and/or
%P B A SAFR 54 Hoh — P ST WE S RISk - (1) FFPNA SAP 5 SAP SE HAF R
X FMSLFTA A B85 2 BT tre S RIS (LT ER AR ) %%‘ (i) ey

(H SAP X&) BERPEVESTRISHK (LUTFERR “RINEFEE" ) , i SAP @I 6.1(c)di(d)

T PR 4 SATE 7 4 BB 1) B PR ETE AN, BATATAIA O A B 5 E Al TR AR, TR R AN Z
FERRC ; DR /B

(c) Other Controllers who have been authorized by Customer to include Personal Data under
the Agreement may also enter into Standard Contractual Clauses with SAP and/or the
relevant Subprocessors in the same manner as Customer in accordance with Sections 7.2
(a) and (b) above. In such case, Customer will enter into the Standard Contractual Clauses
on behalf of the other Controllers.
EEI%3):'W%‘E‘Tj}i&ﬁ”&iﬁ]ﬂ/‘)\iﬂﬁé’]/ﬁi—{m?ﬁﬁﬂjﬂﬁTu*&%ii’% 7.2(@)fn(b)HHlE, RAS&EFH
FH 7 SAP F/sifl sy SAEE 7 ST ARt & [ 4ok, EEEIBIL T, B IR FE A PER] )7 1T Anie
A RIS,

7.3 Relation of the Standard Contractual Clauses to the Agreement. Nothing in the Agreement
shall be construed to prevail over any conflicting clause of the Standard Contractual Clauses. For

Data Processing Agreement for SAP Support and Professional Services (DUAL) zhCN.v.8-2018 Page 7 of 27



the avoidance of doubt, where this DPA further specifies audit and subprocessor rules in sections
5 and 6, such specifications also apply in relation to the Standard Contractual Clauses.
A FER G MINRIRR, FEMZEGRE, WM SRR B A B & TIREA Sk, ks
%EX, AN DPATEZE 5 TN 6 T — AL TE I A RB A FIN, HESHETES KARE G R Sk BT RIS
JiE

7.4 Governing Law of the Standard Contractual Clauses. The Standard Contractual Clauses shall
be governed by the law of the country in which the relevant Controller is incorporated.
S TRSROTEIER, TS R SR RIS A e 5 T E 5/ H X A SRR B,

8. DOCUMENTATION; RECORDS OF PROCESSING

3THY  AAEICR
Each party is responsible for its compliance with its documentation requirements, in particular
maintaining records of processing where required under Data Protection Law. Each party shall
reasonably assist the other party in its documentation requirements, including providing the
information the other party needs from it in @ manner reasonably requested by the other party (such
as using an electronic system), in order to enable the other party to comply with any obligations
relating to maintaining records of processing.
& T ATTEST SO TR, DR RIP IR, SFAMISR, &G NABN S — B F O EsR, wibm
DH—HEBER G WEMBRE RS — HEMNELAREEER, SN — 58T 5 4P A BICRMH
KHIEAT XS,

9. DEFINITIONS
EX
Capitalized terms not defined herein will have the meanings given to them in the Agreement.
AN FREXOARE, REEH XTI 7005 X
9.1 “Authorized Users” means any individual to whom Customer grants access authorization in
compliance with a SAP software license to use the SAP Service that is an employee, agent,
contractor or representative of (i) the Customer, (ii) Customer's Affiliates, and/or (iii) Customer’s
and Customer’s Affiliates’ Business Partners (as defined under the Software License and Support
Agreement).
“RRAP” BHEF KR SAP AT vl HiZ T SAP IRSBIADIERAUTAT N A, HEEN AW LLELLUTF & 1)
AL, RE, AR (1) £, (i) BPREREWFR/3 (i) &P &P RS EEREE (F
DL AT B SR R ROALE)
9.2 “Controller” means the natural or legal person, public authority, agency or other body, which
alone or jointly with others, determines the purposes and means of the processing of Personal
Data; for the purposes of this DPA, where Customer acts as Processor for another Controller, it
shall in relation to SAP be deemed as additional and independent Controller with the respective
controller rights and obligations under this DPA.
“YEHIE” ORFEMNLE G HA T — R E N AR A B R A B RN TEAL AN, YLK B
B ; BEA DPA i, BHEFPIERS MR, XIT SAP, ZEFNMANEAZ DPA T R4
J5 RFFN X B BRSNS HEI 5
9.3 “Data Protection Law” means the applicable legislation protecting the fundamental rights and
freedoms of persons and their right to privacy with regard to the processing of Personal Data
under the Agreement (and includes, as far as it concerns the relationship between the parties
regarding the processing of Personal Data by SAP on behalf of Customer, the GDPR as a minimum
standard, irrespective of whether the Personal Data is subject to GDPR or not).
“BARRIFLE” B ETERIPA NIEARSR] B PR AR AR A AR AR SR IR B AEE (st
W72 BRRRINE, # SAP RERZF AN NEHE, LIEN ANEHE GG GDPR, HEEEARARIRIHER
GDPR) .,
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9.4 “Data Subject” means an identified or identifiable natural person as defined by Data Protection
Law.

“BIRLEN BRERIEEIRARAPENE, CiRAIEANRAIN B R A,

9.5 “Personal Data” means any information relating to a Data Subject which is protected under
Data Protection Law. For the purposes of the DPA, it includes only personal data which is supplied
to or accessed by SAP or its Subprocessors in order to provide the SAP Service under the
Agreement.

DABIR” RS EARRIPERPR, 58I S F NG RIETEE, A DPA 5, ENGFHEARETIY
HHETRE SAP RSB MitEHELE SAP sy 8AFR 7 gias SAP s /y 8AFR 5 Al A RIS A X8,

9.6 "“Personal Data Breach” means a confirmed (1) accidental or unlawful destruction, loss,
alteration, unauthorized disclosure of or unauthorized third-party access to Personal Data or (2)
similar incident involving Personal Data, in each case for which a Controller is required under Data
Protection Law to provide notice to competent data protection authorities or Data Subjects.
DAEIRIEN” ERIAR (1) BASIRERR, Bh, B, REENEESCEE = REENADAN A5
8 (2) WERAN ANEBIRIEIEME, B LR ILT, P65 T EIREER AP IEA LR, R H IR
A SR 2 AR S,

9.7 “Professional Services” means implementation services, consulting services and/or services
such as SAP Premium Engagement Support Services, Innovative Business Solutions Development
Services, Innovative Business Solutions Development Support Services.

“BAWARS” EESSMERES. ZARSBF/5 SAP GBAE SRR, SISk £ ERS. ISR
RT R RIZFRSS 2 2RSS,

9.8 "“Processor” means a natural or legal person, public authority, agency or other body which
processes Personal Data on behalf of the Controller, be it directly as Processor of a Controller or
indirectly as Subprocessor of a Processor which processes Personal Data on behalf of the
Controller.

“BABRS” RFRRIER T RN ANEIRA B RN, EAL AP, REVUESC MR, T RUR e T Y
EHERAFR ST, AT DU AR SRR T SR A NS A SA B 5 /Y 1B 253 SA B 5

9.9 "“Standard Contractual Clauses” or sometimes also referred to the “"EU Model Clauses” means
the (Standard Contractual Clauses (processors)) or any subsequent version thereof published by
the European Commission (which will automatically apply). “"The Standard Contractual Clauses
current as of the effective date of the Agreement are attached hereto as Appendix 4.”

“MHEE RS (ARIAHA “BEEALER” ) BEMEAFSR (R SEZERS RATME
SA (RAXER) . “BINARE BEAROIRMES RS CAMR 4 B MHmBIAR T H, 7

9.10 “Subprocessor” means SAP Affiliates, SAP SE, SAP SE Affiliates and third parties engaged by
SAP , SAP SE or SAP SE’s Affiliates in connection with the SAP Service and which processes
Personal Data in accordance with this DPA.

“Or8AERTJ5” SR SAP KEXEWV. SAP SE. SAP SE REX{EM/LLK SAP. SAP SE. SAP SE ScEA{EMIIE IR
5. SAP RS A HARYEA DPA RABEAN NSRS =5,
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Appendix 1 to the DPA and, if applicable, the Standard Contractual Clauses
DPA Fifr#tERIGR (AER) ZMR 1

Data Exporter

BIRSMS

The Data Exporter is the Customer who concluded a Software License and Support Agreement and/or
Services Agreement with SAP under which it benefits from SAP Service as described under the relevant
Agreement. The Data Exporter allows other Controllers to also use the SAP Service, these other
Controllers are also Data Exporters.

BIRS &G SAP KRBT v 53RN/ SUIRBIINN,  HEIEFE NI E = 248 T SAP IRBIIEF, s
ST EARFHAMAES] D7 SAP ZARSS, XULHAPEH] 7 RS H 5,

Data Importer

BIwRSAS

SAP and its Subprocessors provide the SAP Service as defined under the relevant Agreement concluded
by the Data Exporter that includes the following SAP Service:

SAP K H oy SABR 5 AR EHE S 1 7 SR AR FE AR (i SAP IRSS, HAREIELLT SAP RS -

- Under the Software License and Support Agreement: SAP and/or its Subprocessors provide
support when a Customer submits a support ticket because the Software is not available or not
working as expected. They answer phone calls and perform basic troubleshooting, and handles
support tickets in a tracking system
IRYFIRIFF A 53RN 0 Y& P IRAR AR Al RS R B T M 4E 22 ST RAE B, SAP /sl 5 SA SR 7 Ri4E
HETFE, MATEENTERIE . AT R B R AN A0 BR EREF SR 4T FP ) SR R

- under the applicable Services Agreement for Professional Services: SAP and/or its Subprocessors
provide Services subject to the Order Form Services and the applicable Scope Document.
RGN RS HIN : SAP /s 4y A8 J7 NIRRT 6 88 IR 55 Fn3& A Aot B SORS PR LRSS

Data Subjects

BiELFA

Unless provided otherwise by the Data Exporter, transferred Personal Data relates to the following
categories of Data Subjects: employees, contractors, Business Partners or other individuals having
Personal Data transmitted to, made available or accessed by the Data Importer.

BRIEEIRS H G AANE, SWEBANAEIRS R TERYFEAN - AL, Aapg, WSEERESF N AR E
Wta. RELEIRS AT S EEIES A HBIR HA A A,

Data Categories

Bim A

The transferred Personal Data concerns the following categories of data:
RHRN ABAES K LA FEHESEA -

Customer determines the categories of data and/or data fields which could be transferred per SAP Service
as stated in the relevant Agreement. The transferred Personal Data typically relates to the following
categories of data: name, phone numbers, e-mail address, time zone, address data, system access /
usage / authorization data, company name, contract data, invoice data, plus any application-specific data
transferred by Authorized Users and may include financial data such as bank account data, credit or debit
card data.

ARIEAR VM FRORE, FFRER LB SAP RBEMAEENIZERIFn/setita 5B, ERMA ANEHRE % &L
TEPESER kg, BIE SIS, BBk, B, HhbEdE, RGTEE/ M/ ANRESE. AT, A REE.
REL IR AN A P E RO R AR R SR, I A e afSRITIKP AR, (F A -F8iic FEEEM S50,
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Special Data Categories (if appropriate)

MEREESER (ER)

The transferred Personal Data concerns the following special categories of data: As set out in the
Agreement (including the Order Form), if any.

BRI ANBARS K UL T RekEdRZEa) - W (BiETlE)  nf) .

Processing Operations / Purposes

EERE/HY)

The transferred Personal Data is subject to the basic processing activities as set out in the Agreement

which may include:

W BN ANBIRS AT P ANE ARG R, XL R) W RE S

e use of Personal Data to provide the SAP Service
8 AN AR SR AL SAP IR%%

e storage of Personal Data
FEAEAN N

e computer processing of Personal Data for data transmission
TR A NEEE, BRI

e execution of instructions of Customer in accordance with the Agreement.
HRAE P AT R
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Appendix 2 to the DPA and, if applicable, the Standard Contractual Clauses - Technical and
Organizational Measures
DPA Ffiir#e A RS (WEA) 23 2 - AR AR ERE

1. TECHNICAL AND ORGANIZATIONAL MEASURES

AR AR
The following sections define SAP’s current technical and organizational measures. SAP may change
these at any time without notice so long as it maintains a comparable or better level of security.
Individual measures may be replaced by new measures that serve the same purpose without
diminishing the security level protecting Personal Data.
PUFNAEAE T SAP BRI A AR i FfiB R4 i, SAP wIFER B UOoX e iife, HIEFEAITARE®EI, (HATies4E
FRAH Y B SR RE R, AW AT B B EEROEHE R, (AAREFE RN AR RPN Z 2SR,

1.1 Physical Access Control. Unauthorized persons are prevented from gaining physical access to
premises, buildings or rooms where data processing systems that process and/or use Personal
Data are located.
WPRIFIOER], REEAA AN ARG B A SABLRN/ so 6 AN ABARAEE SATLR SUTER T A, EEUEL
e,

Measures:

i

e SAP protects its assets and facilities using the appropriate means based on the SAP Security Policy
SAP KT SAP 24 BUK X I AH N A REIE (R 4P H 85 = Fnig b

e In general, buildings are secured through access control systems (e.g., smart card access system).
WE, RAIEERG (WERERT RS REESIME A,

e As a minimum requirement, the outermost entrance points of the building must be fitted with a
certified key system including modern, active key management.

TERRARER, BHFMESNEIAN O LM ZEINER RS, afEIARNhABRAE L,

e Depending on the security classification, buildings, individual areas and surrounding premises may
be further protected by additional measures. These include specific access profiles, video
surveillance, intruder alarm systems and biometric access control systems.

IR g, A %A M H — P RIS A3l X B BT e 42, 3R i 6l 15 % & 15 180 id [ S3C
P, SR TE, MNMRIRERGLKAYIRA RS,

e Access rights are granted to authorized persons on an individual basis according to the System and
Data Access Control measures (see Section 1.2 and 1.3 below). This also applies to visitor access.
Guests and visitors to SAP buildings must register their names at reception and must be
accompanied by authorized SAP personnel.
TR EIAXY FR 4 (08 3R TR BRI IR bl s i 12 T 3RS AR0M A (B F3CEE 1.2 Tf0 1.3 1), & A S A
TIAEAE, FA SAP TR REMIAELIEEFFA SIS, i L42H SAP SR TR F,

e SAP employees and external personnel must wear their ID cards at all SAP locations.
SAP RTFSMT R TAEATA SAP HT4S & Fies B &7 R,

Additional measures for Data Centers:

B X0 i o Lo ) oA P it

e All Data Centers adhere to strict security procedures enforced by guards, surveillance cameras,
motion detectors, access control mechanisms and other measures to prevent equipment and Data
Center facilities from being compromised. Only authorized representatives have access to systems
and infrastructure within the Data Center facilities. To protect proper functionality, physical security
equipment (e.g., motion sensors, cameras, etc.) undergo maintenance on a regular basis.
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FTA Ba DR REST PR e i fe, RSP EEE . IWPER G sSk., BatBENGR, Bl IESILHIIF R B AR
i, MIERIPIR & FEOE DR M s 5z 22 2B, (AR A RO DR OISR ST AL AR, AR
FEER T OMIER ST, REMNYHLZ2IRE (BmEKLRE., BIRsLS) HIT4HP,

SAP and all third-party Data Center providers log the names and times of authorized personnel
entering SAP’s private areas within the Data Centers.

SAP T A % = )7 5dm P O EE I S I HALIR L SAP TR K= AN SR Itk 4 Fni B,

1.2 System Access Control. Data processing systems used to provide the SAP Service must be
prevented from being used without authorization.
REGATOIER], LG ARG EEA AR AL SAP IRBHEIRAE RS,

Measures:

i

Multiple authorization levels are used when granting access to sensitive systems, including those
storing and processing Personal Data. Authorizations are managed via defined processes according
to the SAP Security Policy

e MR B2 T1H BIBUESR SRV INR, SR REFIAEE D ASIEAIZIE R T, NORIRYE SAP 22BN BN E
NN LS B

All personnel access SAP’s systems with a unique identifier (user ID).

FrA AR AME—RR (AP RIR) 1518 SAP #5248,

SAP has procedures in place to so that requested authorization changes are implemented only in
accordance with the SAP Security Policy (for example, no rights are granted without authorization).
In case personnel leaves the company, their access rights are revoked.

SAP RZEFNRF, TR REKR SAP Z2BUR (Flan, REENFEZTALMNIR) BITIERONBEE, mAR
BT, HIFON RSB,

SAP has established a password policy that prohibits the sharing of passwords, governs responses
to password disclosure, and requires passwords to be changed on a regular basis and default
passwords to be altered. Personalized user IDs are assigned for authentication. All passwords must
fulfill defined minimum requirements and are stored in encrypted form. In the case of domain
passwords, the system forces a password change every six months in compliance with the
requirements for complex passwords. Each computer has a password-protected screensaver.

SAP CUfilE £k b B IDECR, M T8 BE MR A 0o N EE, LUK CE R 1 58 s B9 Fn S e BRIA 1,
SEAEAL A PARREIT B R IIE, A 5% IBA L SUR S R FE B E R LU I AAF M, Bilan, X Figsig,
ROt REEER, BN (6) MAEL—KEB, SEtEIEAE — BRI R,

The company network is protected from the public network by firewalls.

A E BB B kB A3 N A& R

SAP uses up-to-date antivirus software at access points to the company network (for e-mail
accounts), as well as on all file servers and all workstations.

SAP TEA RN IHE A S (ST EBF-HRIK ) Fnp A SCIEIRSS 28 R P A LAEs v 68 BT RO R B3,
Security patch management is implemented to provide regular and periodic deployment of relevant
security updates. Full remote access to SAP’s corporate network and critical infrastructure is
protected by strong authentication.

a2 TR, B AR 2T H, TR M RIEFEX SAP /AT M &1 B L2800 & i T fe
A2 4,
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1.3 Data Access Control. Persons entitled to use data processing systems gain access only
to the Personal Data that they have a right to access, and Personal Data must not be read,
copied, modified or removed without authorization in the course of processing, use and storage.
BymipioEsl, ARERABFELAEREMARRRBIFOERIGEMN N AR, BREFNRG/EAE,
FEEENER L, 2, S L MBRA AR,

Measures:

FE i

As part of the SAP Security Policy, Personal Data requires at least the same protection level as
“confidential” information according to the SAP Information Classification standard.

YER SAP ZRBURIN— 5y, NABIEEDFELRE] SAP (5 R0 3mitf 5 “RE” (5 B IRIZNERP R,
Access to Personal Data is granted on a need-to-know basis. Personnel have access to the
information that they require in order to fulfill their duty. SAP uses authorization concepts that
document grant processes and assigned roles per account (user ID). All Customer Data is protected
in accordance with the SAP Security Policy.

AT I MR N TALA ABGRONIR, R CAROA0)EIT KIRSEHEHENEE. SAP XANRME, %
BT mRAEmA K, oA (APRR) o K SAP ZRBURIRENTA &S BIENEZ 4,

All production servers are operated in the Data Centers or in secure server rooms. Security
measures that protect applications processing Personal Data are regularly checked. To this end,
SAP conducts internal and external security checks and penetration tests on its IT systems.

TEHAR P OB R RIRFB LB R BT A A RS54k, EHREL LM, RPLREAN AEIRAONHRF, A,
SAP Y H IT REMATWE RSN 2 e Bz E N,

SAP does not allow the installation of software that has not been approved by SAP.

SAP RAVFZIERZ SAP JLiEry IR,

An SAP security standard governs how data and data carriers are deleted or destroyed once they

are no longer required.
SAP 2z A ARt R E an a7 B sl 46 88 N B T RO A B Im B4

1.4 Data Transmission Control. Except as necessary for the provision of the SAP Services in
accordance with the relevant Agreement, Personal Data must not be read, copied, modified or
removed without authorization during transfer. Where data carriers are physically transported,
adequate measures are implemented at SAP to provide the agreed-upon service levels (for
example, encryption and lead-lined containers).
BB G WIS, BRBIEM SR SAP IRBITLFELSL, FEEEWBIBARSEAORM, G, Sl
MNEHE, WELEWEGEERR, 75 SAP WESEIEE Y rofEsE (Flan, InEfsmaes) UIRt8 e RS &
Al

Measures:

i

Personal Data in transfer over SAP internal networks is protected according to SAP Security Policy.
1K H SAP Z2BURRIP T SAP NI & E 0D AN IR,

When data is transferred between SAP and its customers, the protection measures required for
data transfer are hereby mutually agreed upon between SAP and its customer and included as a
part of the Agreement. This applies to both physical and network based data transfer. In any case,
the Customer assumes responsibility for any data transfer once it is outside of SAP-controlled
systems (e.g. data being transmitted outside the firewall of the SAP Data Center).

1E SAP HHZ 2 BUEWEHRE, M7 R A E S IR E BRI R I AN, X — A EAEEH
TR R MM B LR E R, EEAER T, FFHWM SAP EEHI R GIIMERMAUTIEIE (N SAP HdE
HLL BB K IESME I EE) TR,
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1.5 Data Input Control. It will be possible to retrospectively examine and establish whether and by
whom Personal Data have been entered, modified or removed from SAP data processing systems.
BORMAES], ATRAT BB I E RS EAE SAP SRR SR, Bk ibr N AgdE, B
W E BAT I ZEBAER A R
Measures:
Hhte
e SAP only allows authorized personnel to access Personal Data as required in the course of their
duty.
SAP HALVFRAN N SURYE 76 ZAE 81T BR ST A0 R v A 1B AN A 3HE,

e SAP has implemented a logging system for input, modification and deletion, or blocking of Personal
Data by SAP or its subprocessors within the SAP Service to the extent technically possible.
TEHEARAITHEEW, SAP Lk SAP s H /85X SAP RSB AN AR B, Bk, MBrEOREEHEICTE

1.6 Job Control. Job Control is required to ensure that personal data processed on behalf of others
are processed strictly in compliance with the Customer’s instructions
PEMUER, 1RV 55 TR AR R At AN RABR A A BOHE ™ K 12 B2 PP O FE R A T A 2R

Measures:

i)

SAP uses controls and processes to monitor compliance with contracts between SAP and its
customers, subprocessors or other service providers.

SAP X FFERIFIVRAR, APLEST SAP 5 HEF ., /AT s RS 2 B B A,

As part of the SAP Security Policy, Personal Data requires at least the same protection level as
“confidential” information according to the SAP Information Classification standard.

YER SAP ZRBURW—H 5y, NAEIEEDFEILAT) SAP (5 B0 3nith 5 “fRE” (5 B RIZNERPERR,

e All SAP employees and contractual subprocessors or other service providers are contractually
bound to respect the confidentiality of all sensitive information including trade secrets of SAP
customers and partners.

TR SAP B LANG [R5 88 )7 s IR SR HE PG S RN, WFETABUREE (55 SAP B F&/Ek
HUPANU AR ) HOPRES I,

For SAP Support, SAP customers have control over their remote support connections at all times.
SAP employees cannot access a customer system without the knowledge and consent of the
customer. For SAP Support, SAP provides a specially designated, secure support ticket facility in
which SAP provides a special access-controlled and monitored security area for transferring access
data and passwords. SAP customers have control over their remote support connections at all
times. SAP employees cannot access a customer on premise system without the knowledge and
active participation of the customer.

Y+ SAP XFf, SAP BFMANHIE X FFEEEAENIN, R THREFSARMEASEFRERN SAP R TAGA
L&EFP%RS, WT SAP XFf, SAP 2T HEEMLZAIFHHEIRM, SAP 1R k0 Ml s Dt
FERREOIGIOIESIF 22 2 R R0 X8, SAP RPN HonfR X FREH: BRI, R THEE P SR EEI% TR
XFFY SAP R T ABARE P Ao FE TR 4,

1.7 Availability Control. Personal Data will be protected against accidental or unauthorized
destruction or loss.
VT FAMERER, BB SR AR R E N NI,
Measures:
HEhte
e SAP employs regular backup processes to provide restoration of business-critical systems as and
when necessary.
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SAP XA EMB MR, RIS R REIK Z SR SR L,
e SAP uses uninterrupted power supplies (for example: UPS, batteries, generators, etc.) to protect
power availability to the Data Centers.
SAP fEHARBIMrEBIR (40, UPS, EBith, KREBHLE) LRIFLEH LT REH A RN,
e SAP has defined business continuity plans for business-critical processes;
SAP £33 B B ARl E 1M SR EE TR,
e Emergency processes and systems are regularly tested.
EHINE Z 2R ERR ST,

1.8 Data Separation Control. Personal Data collected for different purposes can be processed

separately.

ARy B, X T RIE B AR AN AR T 0 TF B,

Measures:

i

e SAP uses appropriate technical controls to achieve Customer Data separation at all times.

SAP I 42 5% FAAH R HE AR5 51 # b SSI & = Hdia s 0 85,

e Customer (including its approved Controllers) will have access only to their own Data based on
secure authentication and authorization.

HF (ASEPEEMEETR D) Ree T2 2INERRSOAE B SR,

e If Personal Data is required to handle a support incident from Customer, the data is assigned to
that particular message and used only to process that message; it is not accessed to process any
other messages. This data is stored in dedicated support systems.

InEE A AR R PR SR, BdR g o Bl BNz AV B N TR ENZE R 5 A TR AT AT T
B, MEEIBOHENE, ZEIRFETEET SRR G+,

1.9 Data Integrity Control. Personal Data will remain intact, complete and current during
processing activities.
BAETEEMEER, ERABER PR ABIEARSIR, SR MsEN,

Measures:
i
SAP has implemented a multi-layered defense strategy as a protection against unauthorized
modifications.
SAP it T ZEPIP NS, Bk IR E B E SR 0I1T A,
In particular, SAP uses the following to implement the control and measure sections described above.
In particular:
SAP Fall BT LUT FE e SOt ATl AOESI R iR, FrAlE
e Firewalls;

Bki& ;
e Security Monitoring Center;

LARWPERL
e Antivirus software;

KRB
e Backup and recovery;

BMEKE ;
e External and internal penetration testing;

WA BE NI,
e Regular external audits to prove security measures.

SRR T AR IE 22 A HE M
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Appendix 3 to the DPA
DPA 2% 3

The following table sets out the relevant Articles of GDPR and corresponding terms of the DPA for

illustration purposes only.

TR T GDPR #YAHICSEK N DPA IR Rz 4k, XAERBTZ

Article of GDPR

Section of DPA

GDPR %3k DPA /TS

28(1) 2 and Appendix 2
2 Fupf == 2

28(2), 28(3) (d) 6

and 28 (4)

28(2). 28(3) (d)

Fn 28 (4)

28 (3) sentence 1 | 1.1 and Appendix 1, 1.2

28 (3)%# 111 1.1 Fpff= 1, 1.2

28(3) (a) and 29 3.1 and 3.2

28(3) (a)fn 29 3.1%13.2

28(3) (b) 3.3

28(3) (c) and 32 2 and Appendix 2

28(3) (c)fn 32 2 FopftsR 2

28(3) (e) 3.4

28(3) (f) and 32-
36
28(3) (f)fn 32-36

2 and Appendix 2, 3.5,
3.6
2 fups 2. 3.5, 3.6

28(3) (9) 4
28(3) (h) 5
28 (4) 6
30 8
46(2) (c) 7.2
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Appendix 4
iz 4
STANDARD CONTRACTUAL CLAUSES (PROCESSORS)?
AR (ET7) 2

For the purposes of Article 26(2) of Directive 95/46/EC (or, after 25 May 2018, Article 44 et seq.
of Regulation 2016/79) for the transfer of personal data to processors established in third
countries which do not ensure an adequate level of data protection

FR 4 Wk W35 4 95/46/EC % 26(2)% (EfE 2018 45 H 25 H/JF, #£E 2016 45 79 55 44 4iL) , I
FOL T oI AR 8 4 B AR B0 88 =5 B 5K /M X R b3 5 e S N B e

Customer also on behalf of the other Controllers
AR H AR 7 %
(in the Clauses hereinafter referred to as the ‘data exporter’)
(FELAF &R gty “BaEFHT” D
and
Al
SAP
(in the Clauses hereinafter referred to as the ‘data importer’)

(FELLREF G “BARRATT” D

each a ‘party’; together ‘the parties’,
AL E&TT ik “—J57 , EWA “XT77

HAVE AGREED on the following Contractual Clauses (the Clauses) in order to adduce adequate
safeguards with respect to the protection of privacy and fundamental rights and freedoms of
individuals for the transfer by the data exporter to the data importer of the personal data
specified in Appendix 1.

Jamt A T 7 R A AT AR R 1 R E A N B A RS AL ORI AN N B AR AN B 77 TR A 784 1)
Ry, QIR N ERIZGK (URGRR “%K”7 ) -

Clause 1
#H1#
Definitions
& X
For the purposes of the Clauses:
WA S
(a) ‘personal data’, ‘special categories of data’, ‘process/processing’, ‘controller’,

‘processor’, ‘data subject’ and ‘supervisory authority’ shall have the same meaning as in
Directive 95/46/EC of the European Parliament and of the Council of 24 October 1995 on the

! Pursuant to Commission Decision of 5 February 2010 (2010/87/EU)

2HH201042 A5 R (2010/87/EU)

Data Processing Agreement for SAP Support and Professional Services (DUAL) zhCN.v.8-2018 Page 18 of 27



protection of individuals with regard to the processing of personal data and on the free
movement of such data;

ONNEET . CHRERREGESA) o AbHE/EHTANER . BT . AbRRTTT . BUBEHMEN
FCREETT EE A SR E ST 1995 4 10 A 24 Hillid i T3 A ANBE A F A AR L
R LR HHRE B AT 95/46/EC 4854 H NHIUE & X

(b) ‘the data exporter’ means the controller who transfers the personal data;
HAEF T AR NBEE T

(c) ‘the data importer’ means the processor who agrees to receive from the data exporter
personal data intended for processing on his behalf after the transfer in accordance with his
instructions and the terms of the Clauses and who is not subject to a third country’s system
ensuring adequate protection within the meaning of Article 25(1) of Directive 95/46/EC;

YR FANTT R FE SRR T 17 A N EORE IR AR Hi S AR HE 5 7 R R S K
AR B B AR AR B 5, AR B TR R 36 =5 B R/ X Ak R A% 95/46/EC 8458 25(1) % HE I
PRI LT 3 B AR B B 240

(d) ‘the sub-processor’ means any processor engaged by the data importer or by any other
sub-processor of the data importer who agrees to receive from the data importer or from any
other sub-processor of the data importer personal data exclusively intended for processing
activities to be carried out on behalf of the data exporter after the transfer in accordance with
his instructions, the terms of the Clauses and the terms of the written subcontract;

AT RAEEUE S ANTT EEUE S N7 AR AT Fo A 2 A PR T AR T AL BT, SR AL BT [
HNEIR 5\ 7 SR 5N 5 AT A FoAth 43 A B2 5 bR NEHR, DA% TR T AE A5 0 50 BUS IR 98 2048 SN
TiMF87R s ST A5 T 7365 [A) Sk R ST AL B V5 31

(e) ‘the applicable data protection law’ means the legislation protecting the fundamental
rights and freedoms of individuals and, in particular, their right to privacy with respect to the
processing of personal data applicable to a data controller in the Member State in which the
data exporter is established;

ST P BEER R R RN NSRRI Bt i, READRIE A TR T 5 oL TR R
A R I R B A ) B S A N B AR AR DG R BEAL AL o

(f) ‘technical and organisational security measures’ means those measures aimed at
protecting personal data against accidental or unlawful destruction or accidental loss, alteration,
unauthorised disclosure or access, in particular where the processing involves the transmission
of data over a network, and against all other unlawful forms of processing.

CEARMA R g A N BRI 2 R AN EEARE IR B R A B B T B B R R
] CRE IR AL B I FR 5 R ) 288 B AL S 5 100 ) DA B At v 2 2 Ak 52 T SR B 455t o

Clause 2
H2 %
Details of the transfer

ERTAER

The details of the transfer and in particular the special categories of personal data where
applicable are specified in Appendix 1 which forms an integral part of the Clauses.

FEEMFEANE R, R RRRI AN NSRS CGEIERD , BIEMHE 1 o DUELT BT, R LSRR AN T Bk 1Y)
— B3 .
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Clause 3
#3#F
Third-party beneficiary clause

F=T7 R AKK

1. The data subject can enforce against the data exporter this Clause, Clause 4(b) to (i),
Clause 5(a) to (e), and (g) to (j), Clause 6(1) and (2), Clause 7, Clause 8(2), and Clauses 9 to
12 as third-party beneficiary.

Bl 1 FE N DVESREAR 3 M T E N =T sl NBAT A SRR, 38 4(b)ZE (i) % 3 5(a)FE(e)Fi(g)
()% BO(L)M(2)5% 587 % H 8(2)%KLIIEE 9 2 12 4.

2. The data subject can enforce against the data importer this Clause, Clause 5(a) to (e)
and (g), Clause 6, Clause 7,Clause 8(2), and Clauses 9 to 12, in cases where the data exporter
has factually disappeared or has ceased to exist in law unless any successor entity has assumed
the entire legal obligations of the data exporter by contract or by operation of law, as a result
of which it takes on the rights and obligations of the data exporter, in which case the data
subject can enforce them against such entity.

HHAE S T DR R B LA B, BRI AN F T DEREEE ST AT AR BB
5(@)Z(e)M(g)sk. 6 % 7 % B B8(2)KUKEE 9 = 12 %, BRATAE 4k Stk C AR & R sifkiE
FRE T BE T O AR 5%, DRI EE 5 5 BRI S84 BRZSE AR R R, TEGIE ML, BiES
AT ABESRAZ SR JEAT IR 26K

3. The data subject can enforce against the sub-processor this Clause, Clause 5(a) to (e)
and (g), Clause 6, Clause 7, Clause 8(2), and Clauses 9 to 12, in cases where both the data
exporter and the data importer have factually disappeared or ceased to exist in law or have
become insolvent, unless any successor entity has assumed the entire legal obligations of the
data exporter by contract or by operation of law as a result of which it takes on the rights and
obligations of the data exporter, in which case the data subject can enforce them against such
entity. Such third-party liability of the subprocessor shall be limited to its own processing
operations under the Clauses.

5 HE T 7 B N7 38 C LB R BRI F O AN E AR O, B N FH AT DLE R Ay
WFRT JBAT AR S5 BB 5(a)Z(e)M(g)%k~ B 6 4% 7%, F8(QFULKE 9= 12 4, BRIEEf/E4ksk
1 DA A R BURE A T HHE -5 7 A U5, RIS S 5 BRI AN S35 4 B Sk,
TEMABOL T, BE 3 AT DLEESRZ S JBAT Bl 55k oAb B U7 (R 58 = U7 STAERIRR T HAR R ik 23K

H AT AL 3R .
4. The parties do not object to a data subject being represented by an association or other

body if the data subject so expressly wishes and if permitted by national law.
HHE M F AR SRR BAEEFEE RN, U774 KO i k2 3O 1 B 2R S0t

EE N
Clause 4
#FH4
Obligations of the data exporter
BT HIT RS

The data exporter agrees and warrants:
¥ 5 7 R R I ORAE :
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(a) that the processing, including the transfer itself, of the personal data has been and will
continue to be carried out in accordance with the relevant provisions of the applicable data
protection law (and, where applicable, has been notified to the relevant authorities of the
Member State where the data exporter is established) and does not violate the relevant
provisions of that State;

— BN Ak SRR I R R B R AR SR AL A N (BFEE A S) (HEERABRT,
039 36 1 5 5 7 RS TR R I B R O L (AR DAL B 23 s i B (R AH DGR E 5

(b) that it has instructed and throughout the duration of the personal data-processing
services will instruct the data importer to process the personal data transferred only on the data
exporter’s behalf and in accordance with the applicable data protection law and the Clauses;

F O BIEE AL B NHHE 1A T AR Tl 5T R 5 N SRR B 3 1 5 AR 9 1 1 8 TR
TR SR A B AL R A N B

(c) that the data importer will provide sufficient guarantees in respect of the technical and
organisational security measures specified in Appendix 2 to this contract;
Bl S NITRR A G R 2 e B AR RN 222 A 4 Tt AR AR 78 0 (R EL0R

(d) that after assessment of the requirements of the applicable data protection law, the
security measures are appropriate to protect personal data against accidental or unlawful
destruction or accidental loss, alteration, unauthorised disclosure or access, in particular where
the processing involves the transmission of data over a network, and against all other unlawful
forms of processing, and that these measures ensure a level of security appropriate to the risks
presented by the processing and the nature of the data to be protected having regard to the
state of the art and the cost of their implementation;

TEVEATE B R IE M BE R 2 G, 38 SR ELA & 1 A R OR3P A N o 8 = 4 B AR i R 51
BANER. B, EABESU N GRS FR W K A B AL S B LD LA R — P13 AR T A b
P, 5 AR IO Ak 3 AR TR XU ARG S LR PR B PR o I8 SR S PR S g R R R AY, SR L iR 4 it

PRUE 22 A2 5
(e) that it will ensure compliance with the security measures;
TR ST 22 2
(f) that, if the transfer involves special categories of data, the data subject has been

informed or will be informed before, or as soon as possible after, the transfer that its data could
be transmitted to a third country not providing adequate protection within the meaning of
Directive 95/46/EC;

F AR BORFRR B S, U0 T I8 N BRAE AL T U 2 TR AR i 4 R 2 5 R s S M
5 A H A TT Re A 2 T0Vk e it 95/46/EC 54U 5E 178 43 B TR 10 28 =5 I 5/ HIX

(9) to forward any notification received from the data importer or any sub-processor
pursuant to Clause 5(b) and Clause 8(3) to the data protection supervisory authority if the data
exporter decides to continue the transfer or to lift the suspension;

BB T T RE GRS R R RR 1, AKIESS 5(D) 2R ANEE 8(3) 4 MIRLE # MBI 5 N7 BAE o[ 7
A3 7 R MSCE PR3 SR s B R P I L 5

(h) to make available to the data subjects upon request a copy of the Clauses, with the
exception of Appendix 2, and a summary description of the security measures, as well as a copy
of any contract for sub-processing services which has to be made in accordance with the
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Clauses, unless the Clauses or the contract contain commercial information, in which case it
may remove such commercial information;

IRYFER, AR 3 AR K (BREE 2 40D BIIARI 22 448 it (1) HE 222 Ud W DA B B4R 98 A 2% k3
BER A A B AR SS PAE T A FRELA, BRAEZREBAERAEEAER, ERIET, AR ISR AE 2 A B ;

(i) that, in the event of sub-processing, the processing activity is carried out in accordance
with Clause 11 by a subprocessor providing at least the same level of protection for the personal
data and the rights of data subject as the data importer under the Clauses; and

RIS FHNE, R CEENL T, BTSSRI 11 DR S EER 3 0554 NS R
I 5 ORI RIS 2 AABURI R 23 A 3T $AT s

33) that it will ensure compliance with Clause 4(a) to (i).
PR sE 2 4(a) 2 (1) 563K

Clause 5
H5HF
Obligations of the data importer

BRI F

The data importer agrees and warrants:
Bl S ATT A I ORIIE:

(a) to process the personal data only on behalf of the data exporter and in compliance with
its instructions and the Clauses; if it cannot provide such compliance for whatever reasons, it
agrees to inform promptly the data exporter of its inability to comply, in which case the data
exporter is entitled to suspend the transfer of data and/or terminate the contract;

ICRERER 5 7 AR AR R AN SR e A N s 5 50 5 N 5 BRIy R M2 A sk, Tl
) Bt ke S I I A A 2 T, FEMCE LT, R T T A RO B A R A/ B L [

(b) that it has no reason to believe that the legislation applicable to it prevents it from
fulfilling the instructions received from the data exporter and its obligations under the contract
and that in the event of a change in this legislation which is likely to have a substantial adverse
effect on the warranties and obligations provided by the Clauses, it will promptly notify the
change to the data exporter as soon as it is aware, in which case the data exporter is entitled
to suspend the transfer of data and/or terminate the contract;

5T N7 A A o HodE R BE L B AT AN B 3 T AU B R i 2 A AR R TR
M55 FHRERRAEDTE, H IR A RE 20 2300 E AR AR AN X %= A B RN R, AR T 3
I 273 T N R B IR A e O, ARBTG5 O A RO A B A A/ B R A

(c) that it has implemented the technical and organisational security measures specified in
Appendix 2 before processing the personal data transferred;
FEAL BRAL R A N B T, S SEHPAE 2 sl iR R 2R 22 A 46 it s

(d) that it will promptly notify the data exporter about:
FHE I DU T 1% 100 B b 368 i 8 5

(i) any legally binding request for disclosure of the personal data by a law enforcement
authority unless otherwise prohibited, such as a prohibition under criminal law to preserve the
confidentiality of a law enforcement investigation;
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PAEHUA A N B3 BAE AT B AT IR RO IIR, BRARA ARSI, Wiflik  fR 7 3k
A AL AR

(i) any accidental or unauthorised access; and
AT AN BR AT i A NBER AT N R

(iii) any request received directly from the data subjects without responding to that request,
unless it has been otherwise authorised to do so;
B g N Bt BARAE B R R, BR AR C3RARAH R AL

(e) to deal promptly and properly with all inquiries from the data exporter relating to its
processing of the personal data subject to the transfer and to abide by the advice of the
supervisory authority with regard to the processing of the data transferred;

TR G PR S Ak PR A e L T A R AR S A AN B AL SR P A, R LA g A B A
Bt 2 R AR DG 1L

(f) at the request of the data exporter to submit its data-processing facilities for audit of
the processing activities covered by the Clauses which shall be carried out by the data exporter
or an inspection body composed of independent members and in possession of the required
professional qualifications bound by a duty of confidentiality, selected by the data exporter,
where applicable, in agreement with the supervisory authority;

HRAE R 5 7 0 SR, 3R 28 LA A BRI DA R A SRR T L E I AR PRTE B, 1% AR T B B A
P 07 BB B R T 07 FR R AR SR U AT . RIS ML S ST A R, 3 BT R I Tk A R AR R R
IR, FNEEHIELT, 5REVE I

(9) to make available to the data subject upon request a copy of the Clauses, or any existing
contract for sub-processing, unless the Clauses or contract contain commercial information, in
which case it may remove such commercial information, with the exception of Appendix 2 which
shall be replaced by a summary description of the security measures in those cases where the
data subject is unable to obtain a copy from the data exporter;

B 2N TGVE AU = T A SRR R AN B R A A B AR AT I S R B A, RIS, 2
NI AR AR LREIAR, BRAEFREESRTFEEREL, T, "G 2 e
AZ BN MIBR,  HLR: DL 22 44 il (1 A 22 Aok B P44 25

(h) that, in the event of sub-processing, it has previously informed the data exporter and
obtained its prior written consent;
Lo AL R, FLAE R I AN B T 75 I SRS s 3 L U R S e i R

O] that the processing services by the sub-processor will be carried out in accordance with
Clause 11;
AR HGIIE R 11 2 HAT TS S

33) to send promptly a copy of any sub-processor agreement it concludes under the Clauses
to the data exporter.
T 1) Bl 5 5 R AR A Sk s BRI ] 43 A B 5 BRI AR
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Clause 6
H6 #
Liability
T

1. The parties agree that any data subject, who has suffered damage as a result of any
breach of the obligations referred to in Clause 3 or in Clause 11 by any party or sub-processor
is entitled to receive compensation from the data exporter for the damage suffered.

W5 R, MR — 7 Bior b B 7 RIBAT 5 3 2688 11 25 h e 1) S 45 T S 40 3 A fe it 4 &
N, BIE BRI 5 th 7 st e S0 45 T I 4%

2. If a data subject is not able to bring a claim for compensation in accordance with
paragraph 1 against the data exporter, arising out of a breach by the data importer or his sub-
processor of any of their obligations referred to in Clause 3 or in Clause 11, because the data
exporter has factually disappeared or ceased to exist in law or has become insolvent, the data
importer agrees that the data subject may issue a claim against the data importer as if it were
the data exporter, unless any successor entity has assumed the entire legal obligations of the
data exporter by contract of by operation of law, in which case the data subject can enforce its
rights against such entity.

IR 5 H 7 CSE PR R BRIV B R ARTE B O 1 5 S B 9 A TR YE 28 1 3wl
Bl S NI EC A AL BE T R IBAT AR 3 4REEE 11 SRUE 1 LS5 U 5 O REIEENT, BRSO A SR
PN AR T B AR R, BRARTA 5 4k SRR & W Bk 2RI 7 80 5 U7 A ik
X5, FEMCAROLTR, B 2 A AT DU 12 S84 S it L AH SGAUR o

The data importer may not rely on a breach by a sub-processor of its obligations in order to
avoid its own liabilities.
B TN T ARG 53 A BT AR JBAT XS5 AT SR FUeE O 534

3. If a data subject is not able to bring a claim against the data exporter or the data
importer referred to in paragraphs 1 and 2, arising out of a breach by the sub-processor of any
of their obligations referred to in Clause 3 or in Clause 11 because both the data exporter and
the data importer have factually disappeared or ceased to exist in law or have become insolvent,
the sub-processor agrees that the data subject may issue a claim against the data sub-processor
with regard to its own processing operations under the Clauses as if it were the data exporter
or the data importer, unless any successor entity has assumed the entire legal obligations of
the data exporter or data importer by contract or by operation of law, in which case the data
subject can enforce its rights against such entity. The liability of the sub-processor shall be
limited to its own processing operations under the Clauses.

R B 5 5 RO 5 N SRR T R BE VA L A AR B O = 1) 3550 5 B0 M TGV AR
PEEE 1. 2 FKAHUE B AR FE 7 RIBATE 3 4KEEE 11 ME I X 55 M3 5 B 7 B S N7 BB,
Bt oy ab R 7 R RO S K B v BE 5 5 BRSO SN 7 A R I B AL B R AT AR tH R, B
AEAE AT 5 4k SRR & R BURE AR T 805 5 7 S8 SN 5 A iE i 5%, TEMBEML T, Sl 4F A
A DA Z SEAAR S HAR OCAUR o 43 R0 B T7 1) 51 AR R R T HAR 3 2% 3K B AT AR BRAR A
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Clause 7
HT7 #
Mediation and jurisdiction

WAERE LR

1. The data importer agrees that if the data subject invokes against it third-party
beneficiary rights and/or claims compensation for damages under the Clauses, the data importer
will accept the decision of the data subject:

ST ER, 2 H0E ST 3 =07 52 28 NGRS =k B/ BURHE 2 sk R BRI, I EE 5
NTT A 243 N BL T UeE

(a) to refer the dispute to mediation, by an independent person or, where applicable, by
the supervisory authority;
BUB R EIANE CEERD BV AT AR,

(b) to refer the dispute to the courts in the Member State in which the data exporter is
established.
W GHRAE A AR 5 7 BT AE B A [ (i

2. The parties agree that the choice made by the data subject will not prejudice its
substantive or procedural rights to seek remedies in accordance with other provisions of national
or international law.

WU RV, B 2 3 NPT e BN 2 450 AR [ S i A B v A ) At R - SR AR A it )
S5 I R R AR -

Clause 8
#8 #
Cooperation with supervisory authorities

& BENE

1. The data exporter agrees to deposit a copy of this contract with the supervisory authority
if it so requests or if such deposit is required under the applicable data protection law.
Bt oy [ AR A A LA I R BE F  AR iR R RE ) B LA IR A A R R A

2. The parties agree that the supervisory authority has the right to conduct an audit of the
data importer, and of any sub-processor, which has the same scope and is subject to the same
conditions as would apply to an audit of the data exporter under the applicable data protection
law.

W, WAENEBOT B 57 FATAT 43 k#7347 8 vk, HLE 90 B R0 2% 4 5 08 P s R
POEET X B 5 5 BT A R R RS R SR AR )

3. The data importer shall promptly inform the data exporter about the existence of
legislation applicable to it or any sub-processor preventing the conduct of an audit of the data
importer, or any sub-processor, pursuant to paragraph 2. In such a case the data exporter shall
be entitled to take the measures foreseen in Clause 5(b).

B N5 R B 36 A 5 O T A LB R A AR B AT IR, A AR B 2 S o
SNTTBATA o0 B Ty AT H vk FEMRTBOL T, SR 5 5 BIA BCREUCE 5(b) % B Pl L 5 it
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Clause 9
#9 %
Governing law

B

The Clauses shall be governed by the law of the Member State in which the data exporter is
established.
F i LS HE 5 1 7 BT TE B R R I R

Clause 10
10 F
Variation of the contract

AFRZE

The parties undertake not to vary or modify the Clauses. This does not preclude the parties from
adding clauses on business related issues where required as long as they do not contradict the

Clause.
W7 REAN S E R BAE R E F KK EAL O KTHIKARTIR T, RIEFHFE, 5T LAG g ok 54
IR TR L) 2% o

Clause 11

B11 #

Sub-processing

g U3

1. The data importer shall not subcontract any of its processing operations performed on

behalf of the data exporter under the Clauses without the prior written consent of the data
exporter. Where the data importer subcontracts its obligations under the Clauses, with the
consent of the data exporter, it shall do so only by way of a written agreement with the sub-
processor which imposes the same obligations on the sub-processor as are imposed on the data
importer under the Clauses. Where the sub-processor fails to fulfill its data protection obligations
under such written agreement the data importer shall remain fully liable to the data exporter
for the performance of the sub-processor’s obligations under such agreement.

WG E, REHW S H T FABMREZ, HIEFA T AE 0 HACRER 5 B 5 AT W AE
A FRHRAE . B TN B IKIUT M S B O RS AR S B o RIFEE, AN @ T 5 4 a3 %%
AT 7 AT 206, ARIEZII I, FEXT o b B J7 S| BAT A 2 3K T T B 5 N 5 B AR ) () 4 S
5o A5 03 REFRTT AR BE JEAT HAEAZ A T P BT B PR 47 5%, B 3 N7 R AL AR 53 73 AL B T TR 1% 55
PP Y 55 AT

2. The prior written contract between the data importer and the sub-processor shall also
provide for a third-party beneficiary clause as laid down in Clause 3 for cases where the data
subject is not able to bring the claim for compensation referred to in paragraph 1 of Clause 6
against the data exporter or the data importer because they have factually disappeared or have
ceased to exist in law or have become insolvent and no successor entity has assumed the entire
legal obligations of the data exporter or data importer by contract or by operation of law. Such
third-party liability of the sub-processor shall be limited to its own processing operations under
the Clauses.

HAE 5N Ao R B 2 R e 2 0 A RIE R LA R B TR IR 3858 3 e ME = Z2m A%
e FEUE S 7 B N7 SRRV R BE VA A B AR B O A I g ST S SO 2 N T S
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ST AT 6 K5 1 FCP R KIIEEEOR,  HORA 5 Ak SEAR I £ 17 s AR S 2 & 77
BRI 3 N7 A8 LS5 . A AbBE T IR AR =07 DR LR T AR Bk 4K B AT AL B B A

3. The provisions relating to data protection aspects for sub-processing of the contract
referred to in paragraph 1 shall be governed by the law of the Member State in which the data
exporter is established.

51 B R R 5 G R o AR 0 B OR YT S B A OC BRUE B2 0 T O LR AR ENE R R

4. The data exporter shall keep a list of sub-processing agreements concluded under the
Clauses and notified by the data importer pursuant to Clause 5(j), which shall be updated at
least once a year. The list shall be available to the data exporter’s data protection supervisory
authority.

Kot T 7 B ORAE— O AR 2% a0 i BB S N TR 23S 5(3) 290 T LAE AN 43 Ak BR B 0E
B, ZIE RN EDREE R %IE R S B T T M R LA

Clause 12
H12 #
Obligation after the termination of personal data-processing services

LN AR E RS R KL

1. The parties agree that on the termination of the provision of data-processing services,
the data importer and the sub-processor shall, at the choice of the data exporter, return all the
personal data transferred and the copies thereof to the data exporter or shall destroy all the
personal data and certify to the data exporter that it has done so, unless legislation imposed
upon the data importer prevents it from returning or destroying all or part of the personal data
transferred. In that case, the data importer warrants that it will guarantee the confidentiality of
the personal data transferred and will not actively process the personal data transferred
anymore.

W7 R &, EA SR EE A IR S 2 IG5, Bl 5 N5 A A 3R 5 RO HE HoHE 5 U7 B U E s
5 HH U7 3R I B AR A 0 A AN N B T HE R AR BRAE BY B A N B I B = U7 R AR OGUE B, BR AR SR
SRR, BRSO T AN IR L B B A AL A 1 A G A NEE . FERLIE LR, BdE S ANTTIRIE, R
BRI AR AR, BT 32 3h A B A5 i A~ N 58

2. The data importer and the sub-processor warrant that upon request of the data exporter
and/or of the supervisory authority, it will submit its data-processing facilities for an audit of
the measures referred to in paragraph 1.

BE ST Moy A5 ARAIE,  FOR AR BdE 5 0 o7 A/ SO B U B SRR A B R A E R i,  DAREAT
51 AR BRI R
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